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本报告简介

本年度人权报告涵盖了 2024 年 1 月 1 日至 2024 年  
12 月 31 日期间的见解与行动。报告涉及的 Meta  
服务和产品包括 Facebook、Messenger、Instagram、 
WhatsApp、Threads 和 Reality Labs。

本报告以 Meta 在尊重人权方面的工作为基础，反映了
我们在履行  《联合国工商企业与人权指导原则》 

（United Nations Guiding Principles on Business and 
Human Rights，简称 UNGP）和企业人权在全公司 
运用这些原则，并介绍了去哪里获取更多深入的信息。  
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要点汇总 管理风险 AI 议题 利益相关者 透明度与补救措施 附录简介

https://www.ohchr.org/sites/default/files/documents/publications/guidingprinciplesbusinesshr_en.pdf
https://about.fb.com/wp-content/uploads/2022/10/Meta-Corporate-Human-Rights-Policy.pdf


本报告中的内容基于我们在 2022 年开展的人权突出风险综合评估。该评估旨在确定并优先考虑我们可能对人们（包括 
我们产品的用户以及可能因为我们所采取的行动而受到影响的其他人）造成最严重负面人权影响 1 的领域。本报告 
概述了这些潜在的突出风险，并举例说明了我们在 2024 年采取的行动和缓解措施。2

在 2024 年，无论是对于我们公司还是我们的利益相关者而言，人权都依然是一个至关重要的话题。我们力求有代表性地
展现我们在全球范围内开展的工作，包括旗下多个团队的工作情况和利益相关者参与情况。

除了本人权报告之外，Meta 每年都会通过以下机制发布政策与进展报告：

政策与进展

本报告是对最新 Meta 负责任业务实践报告的补充。我们会单独发布报告，介绍为了识别和降低业务运营和供应链中 
存在的现代奴隶制和人口贩卖风险，我们做了哪些工作。此外，我们还会遵守各国家/地区和欧盟的强制性报告要求， 
相关报告可在我们的政策及信息公示平台查阅。本报告的附录中提供了其他 Meta 披露信息的链接。

年度报告

委托投票说明书

负责任业务实践报告

政策及信息公示平台

可持续发展报告

CDP 气候变化报告

联合国全球契约

1 �“负面人权影响”一词与《联合国工商企业与人权指导原则》中的含义相同，指当某项行动剥夺或削弱个人享受其人权的能力时产生的影响。
2 �本报告不包括我们在 2025 年 1 月公布的内容政策和其他调整，当时我们更新了“仇恨行为”政策（以前称为“仇恨言论”政策），目的是回应对过度执行政策的关切，并力求保障更充分的表达自由。
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前往附录

要点汇总 管理风险 AI 议题 利益相关者 透明度与补救措施 附录简介

https://humanrights.fb.com/wp-content/uploads/2023/09/2022-Meta-Human-Rights-Report.pdf
https://www.meta.com/actions/responsible-business-practices/
https://www.meta.com/actions/responsible-business-practices/
https://www.meta.com/actions/responsible-business-practices/
https://s21.q4cdn.com/399680738/files/doc_downloads/2025/05/2025-anti-slavery-human-trafficking-statement-v2.pdf
https://transparency.meta.com/reports/
https://about.fb.com/news/2025/01/meta-more-speech-fewer-mistakes/


我们的企业人权政策适用于整个企业。 
Meta 旗下各服务和实体有各自的政策和 
程序，可能会对人权产生不同的影响。 
本报告介绍了 Meta 作为一家公司， 
针对旗下一个或多个实体所采取的行动。 
报告中的陈述无意暗示 Meta 针对所有实体
和/或在所有情况下都采取了相同的行动。3

3 �本报告对 Facebook 和 Instagram 内容审核和相关行动的介绍不适用于 WhatsApp，并且除非指明了某项政策或行动适用于 WhatsApp，否则该政策或行动应被视为不适用于 WhatsApp。此外，虽然本报告中所述的
许多行动适用于 Facebook 和 Instagram，但是这两种服务的政策和程序之间存在有意识的区分。如果某项政策被标注为“Facebook”政策，则其不一定适用于 Instagram。本报告中的任何陈述均无意建立与将某项
政策或程序应用于其他服务或实体有关的新义务（法律义务或其他性质的义务），也不应被解释为建立了这类新义务。 
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这是 Meta 的第四份年度人权报告。本报告深入介绍了 
Meta 在 2024 年为大规模管理人权风险、恪守对  《联合国
工商企业与人权指导原则》(UNGP) 的承诺所开展的工作。

要点汇总
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简介 管理风险 AI 议题 利益相关者 透明度与补救措施 附录要点汇总

https://www.ohchr.org/sites/default/files/documents/publications/guidingprinciplesbusinesshr_en.pdf
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Meta 加入全球网络倡议组织，
携手多方利益相关者共同保护
科技领域的表达自由与隐私权利

Meta 组建人权
团队

Meta 发布首批
人权影响评估
报告，涉及
菲律宾、柬埔寨、
斯里兰卡

Meta 发布企业
人权政策

由 20 名成员组成的
监督委员会开始
运作

Meta 发布首份
人权报告

Meta 发布人权
尽职调查报告的
更新

Meta 将人权
突出风险综合
评估添加到 
2022 年度
人权报告中

Meta 发布 2023 年度
人权报告

Meta 发布人权
尽职调查报告的
更新

Meta 发布关于
以色列与巴勒
斯坦问题和
端到端加密的
独立尽职调查
报告

Meta 推出人权
培训

Meta 针对 Facebook 在
缅甸的人权影响发布独立
评估报告

以下图表概述了我们的人权历程，体现了自 2011 年联合国人权理事会通过《联合国工商企业与
人权指导原则》以来，我们的相关工作是如何发展演变的。

人权历程时间表

我们在 2024 年的优先事项反映了 2022 年人权突出风险综合评估中确定的突出风险
领域：意见和表达自由；隐私；平等和无歧视；生命、自由和人身安全；儿童最大
利益；公共事务参与、投票和被选举；结社和集会自由；以及健康权。

突出风险评估
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阅读更多信息

简介 管理风险 AI 议题 利益相关者 透明度与补救措施 附录要点汇总

https://humanrights.fb.com/wp-content/uploads/2023/09/2022-Meta-Human-Rights-Report.pdf


加速 AI 创新
2024 年，人工智能 (AI) 加速发展。我们的愿景是普及
个性化超级智能，惠及每一个人。

生成式 AI 应用得到越来越广泛的使用，日益改变着 
我们的沟通、学习、创作和工作方式。我们继续倡导
能增强人权的开放式 AI 发展理念。这一理念不仅 
有助于保障人们的信息获取和自由表达，还能通过 
提升服务可及性和扩大语言包容性等方式，推动平等 
和无歧视权利的落实。

2024 年：选举年
2024 年堪称历史上规模最大的选举年。全球超过 70 个
国家/地区（覆盖世界半数以上人口）举行了全国/地区层面
选举。大约有 20 亿人有资格投票。对于举行选举的国家/
地区，我们致力于保障其民众的表达自由权、政治进程 
参与权和信息获取权。

近年来，我们的方案历经数百场选举的打磨，已日趋成熟。
这方面的具体工作包括：管理 AI 风险、执行我们与干扰 
选民投票或人口普查相关的政策、打击恶意行为网络、 
提高政治广告的透明度，以及为选民提供获取可靠信息的 
途径。本报告包含来自美国、墨西哥、印度和欧盟地区的 
例子。
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阅读更多信息

阅读更多信息

简介 管理风险 AI 议题 利益相关者 透明度与补救措施 附录要点汇总

https://about.fb.com/news/2023/11/how-meta-is-planning-for-elections-in-2024
https://transparency.meta.com/en-gb/policies/community-standards/misinformation/
https://transparency.meta.com/en-gb/policies/community-standards/misinformation/


儿童和青少年安全
我们持续致力于保护儿童和青少年安全。为此，我们在 
2024 年采取了多项举措，其中包括推出 Instagram  
青少年账户，这是一项面向青少年的新体验，由家长提供
指引。青少年账户内置保护功能，可限制谁能与青少年 
联系以及青少年能看到哪些内容，还能帮助管理青少年 
使用该应用的时长，同时为青少年探索兴趣爱好提供了 
新途径。我们的工作平衡了两方面需求：一是支持青少年
培养自主意识，二是让家长和监护人能行使和履行其权利
和义务。我们在开发这类账户时，遵循了专家的指导建
议，以及  《联合国儿童权利公约》（UN Convention on the 
Rights of the Child，简称 UNCRC）中关于符合儿童不同 
阶段接受能力的原则。

阅读更多信息

危机应对
我们继续将人权原则融入到我们防范与应对危机的 
方法中。我们的危机政策协议指导我们迅速采用措施
来缓解潜在危害。2024 年，我们根据危机政策协议 
认定了 19 起全球危机局势。在本报告中，我们提供了
在孟加拉国、格鲁吉亚、中东以及苏丹开展危机应对 
工作的例子。

阅读更多信息
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简介 管理风险 AI 议题 利益相关者 透明度与补救措施 附录要点汇总

https://about.fb.com/news/2024/09/instagram-teen-accounts/
https://about.fb.com/news/2024/09/instagram-teen-accounts/
https://www.ohchr.org/en/instruments-mechanisms/instruments/convention-rights-child
https://transparency.meta.com/en-gb/policies/improving/crisis-policy-protocol/


利益相关者参与
我们的企业人权政策支持我们主动与利益相关者合作， 
让他们参与进来。2024 年，我们与各类利益相关者交流 
合作，为公司在多个议题上采取的方案提供参考，这些 
议题涉及表达、仇恨内容、错误信息和隐私。这些利益 
相关者涵盖各类人权团体、弱势群体、民间社会成员、 
学者、智库机构以及监管机构。所沟通的关键主题包括 
我们在负责任 AI 和诚信选举方面的方案，以及我们在 
认定危险组织和人物以及暴力事件时采用的信号。

2024 年，我们举行了六次政策交流委员会会议，来自 
Meta 的主题专家在这些会议上分享了各种观点，并讨论了
社群守则和广告发布守则有可能做出的调整。我们还举办
了社群论坛，针对那些存在权衡取舍、尚无定论的议题 
收集公众意见。这些举措不仅帮助我们改进了产品，预见
了新兴技术的潜在风险，也让公司外部的意见在我们的 
决策流程中拥有了更大话语权。

我们继续与世界各地的可信合作伙伴合作，以便识别趋势，
并更好地了解线上内容和行为对本地社群的影响。我们 
还探讨了如何完善相关的上报渠道。在 2024 年的密集 
选举期和局势动荡加剧的情况下，这些合作伙伴的专业 
知识和经验尤为重要。在孟加拉国、巴西、科特迪瓦、 

阅读更多信息

刚果民主共和国、法国、希腊、印度、印度尼西亚、肯尼亚、
伊拉克库尔德地区、墨西哥、尼日利亚、巴基斯坦、塞内加尔、
南非、叙利亚和委内瑞拉等国家和地区，他们还提供了 
相关见解，并识别出了当地的潜在违规内容。

阅读更多信息

监督委员会
2024 年，监督委员会审议了多起与我们在尊重人权方面的
工作有关的案件，涉及的人权议题包括表达自由、健康权、
平等和无歧视权利等。监督委员会是一个独立机构，负责
审理 Meta 提出的案件，或者 Facebook、Instagram 或 
Threads 上反对我们内容审核决定的用户提出的申诉案件。
监督委员会会做出有约束力的裁决，决定是移除还是保留
相关内容。根据监督委员会提出的一项建议，对于通过 
可信合作伙伴计划举报的内容，Meta 评估了对这类内容 
所做回应的及时性和有效性。

管理政府请求
在这一年里，我们始终秉持对全球网络倡议的承诺，力求尊重表达自由和隐私，包括在回应政府提出的内容限制请求时
也是如此。2024 年，我们发布了与巴西、德国、印度、伊拉克、以色列、新加坡和土耳其境内的政治言论相关的案例分析。
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查看案例分析
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https://about.fb.com/wp-content/uploads/2022/10/Meta-Corporate-Human-Rights-Policy.pdf
https://about.fb.com/wp-content/uploads/2022/10/Meta-Corporate-Human-Rights-Policy.pdf
https://transparency.meta.com/policies/improving/policy-forum-minutes/?utm_source=chatgpt.com
https://transparency.meta.com/en-gb/governance/community-forums/
https://transparency.meta.com/en-gb/governance/community-forums/
https://transparency.meta.com/policies/improving/bringing-local-context/
https://www.oversightboard.com/
https://transparency.meta.com/governance/tracking-impact/measuring-performance
https://globalnetworkinitiative.org/
https://transparency.meta.com/reports/content-restrictions/case-studies/
https://transparency.meta.com/reports/content-restrictions/case-studies/
https://transparency.meta.com/reports/content-restrictions/case-studies/


《联合国工商企业与人权指导原则》明确表示，公司应确定
他们的负面人权影响，以便有效地预防或缓解这些影响。

鉴于 Meta 业务规模庞大，公司运营可能涉及到各种各样的
权利，预见和管理我们的突出风险至关重要，但这项任务
也很复杂。我们需管理两类固有风险：一类源于我们自身
行为，另一类源于第三方行为，包括我们平台用户的行为。

即便已实施相关流程来应对这些风险，仍会残留一定程度
的风险，这类风险被称为“剩余”风险。虽然所有风险 
管理体系中都存在剩余风险，但是由于数字技术动态演进
和快速发展的特性，以及高度活跃的第三方行为，与数字
技术及其人权影响相关的剩余风险会持续存在。

人权风险管理
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https://www.ohchr.org/sites/default/files/documents/publications/guidingprinciplesbusinesshr_en.pdf
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接下来几页的表格列出了我们的突出人权风险，这些风险是在我们的 2022 年人权突出风险综合评估（Comprehensive 
Human Rights Salient Risk Assessment，简称 CSRA）中定义的，该评估的具体情况披露于我们的 2022 年度人权 
报告中。此表举例说明了我们在 2024 年如何应对潜在风险。在本报告后文中，我们将更深入地探讨其中一些例子， 
以及我们是如何管理与人工智能 (AI)、选举及冲突相关的潜在风险的。

1. 意见和表达自由 
意见和表达自由权包括寻求、接收和分享各种信息和思想的权利。这是一项基础权利，对于维护人格尊严、个人自主与
民主制度至关重要。表达自由是我们使命的核心组成部分，符合我们让每个人都有机会发声的价值观。

示例 — CSRA 中确定的潜在固有突出人权风险 示例 — Meta 在 2024 年应对潜在风险的措施

Meta 的内容审核政策及其执行可能会限制表达自由。 我们在制定政策时，继续将表达自由作为指引。 
2024 年，我们举行了多次政策交流委员会会议， 
这些会议旨在深入探讨多个领域中表达自由所面临的 
复杂挑战。

政府对内容的限制过于宽泛。 我们致力于履行对全球网络倡议 (GNI) 的承诺。这包括
发布报告，说明我们对政府提出的数据请求或内容限制
请求所做的回应  （详情请点击此处和此处）。2023 年度
人权报告中详细阐述了我们在回应政府请求时的做法。
如果我们认为政府请求或法院命令不具备法律效力、 
范围过宽或违背国际人权标准，则我们可以要求澄清、
上诉或不采取行动。2024 年，我们发布了多项值得 
关注的透明度案例分析，这些案例分析与政治言论 
相关，其中包括巴西、德国、印度、伊拉克、以色列、 
新加坡和土耳其境内的政治言论。

互联网中断和对社交媒体的封锁阻碍了人们行使表达 
自由权，并切断了他们接收和发送重要新闻和信息的 
途径。

为避免社交媒体和消息功能遭到封锁，我们可能会遵守
合法的政府请求，与此同时，我们也会努力恪守我们 
对全球网络倡议的承诺，做到尊重表达自由。此外， 
对于无法直接连接到我们应用的用户，我们会继续提供 
WhatsApp 代理访问功能。
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https://humanrights.fb.com/wp-content/uploads/2023/09/2022-Meta-Human-Rights-Report.pdf
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2. 隐私
隐私权是实现其他人权（例如表达自由、集会与结社自由以及宗教信仰自由）的必要条件。我们企业人权政策中的核心
原则之一，就是保护用户安全和隐私。

示例 — CSRA 中确定的潜在固有突出人权风险 示例 — Meta 在 2024 年应对潜在风险的措施

生成式 AI 模型处理个人数据的方式可能会超出用户的 
理解或预期。

我们会公开说明 Meta 如何将信息用于生成式 AI 模型和
功能，并且制定了内部隐私审核流程，以确保负责任地
使用数据（包括用于生成式 AI）。如想了解 2024 年隐私
保护工作进展的更新信息，请点击此处和此处。

Meta 应用中的内容或行为可能会对隐私和数据保护 
权利产生负面影响。

2024 年 10 月，Meta 在 Facebook 和 Instagram 重新
引入了人脸识别技术，帮助用户恢复被盗账户，并防范
涉及虚假名人代言的诈骗行为。为了平衡潜在的隐私 
风险与诚信风险，我们为肖像被冒用行骗的公众人物 
提供了选择权，让他们可自主选择加入或退出该计划。

阅读更多信息
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https://www.un.org/en/about-us/universal-declaration-of-human-rights
https://about.fb.com/wp-content/uploads/2022/10/Meta-Corporate-Human-Rights-Policy.pdf
https://www.facebook.com/privacy/guide/generative-ai/?entry_point=privacy_center_home
https://about.meta.com/uk/privacy-progress/
https://about.meta.com/uk/privacy-progress/
https://about.fb.com/news/2024/01/investing-in-privacy/
https://about.fb.com/news/2024/10/testing-combat-scams-restore-compromised-accounts/?utm_source=chatgpt.com
https://about.fb.com/news/2024/10/testing-combat-scams-restore-compromised-accounts/?utm_source=chatgpt.com


3. 平等和无歧视 
平等和无歧视权利旨在平等地保护所有人不受歧视。为了尊重此权利，我们的举措包括禁止平台上出现仇恨行为，“仇恨
行为”的定义可参见我们的政策。

示例 — CSRA 中确定的潜在固有突出人权风险 示例 — Meta 在 2024 年应对潜在风险的措施

审核某些语言和方言可能比审核其他的语言或方言更具
挑战性。

我们设计和部署了新机制，按方言分派阿拉伯语内容 
审核任务，从而实现更加高效和精确的审核，这包括 
在苏丹采取这种做法。新系统可检测阿拉伯语方言， 
并优先将内容分派给最有可能理解该特定阿拉伯语 
方言的审核员。

对平等和无歧视有不利影响的内容（例如仇恨行为） 根据相关调研结果、与外部利益相关者的交流以及
平台内部核查，我们更新了仇恨行为政策中与攻击

“Zionists”（犹太复国主义者）的内容有关的规定。

在训练 AI 模型时，我们测试了训练数据的内容或属性 
是否有可能增加生成潜在有害内容的风险，例如某个 
数据集是否涵盖了能代表多个人群的样本。
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https://www.un.org/en/about-us/universal-declaration-of-human-rights
https://transparency.meta.com/policies/community-standards/hateful-conduct/
https://transparency.meta.com/policies/Hate-Speech-Update-July2024/
https://transparency.meta.com/policies/Hate-Speech-Update-July2024/


4. 生命、自由和人身安全
生命、自由和人身安全权涉及不受人身伤害和人身限制的自由。对 Meta 来说，尊重此人权意味着减轻内容可能引起伤害
的风险，这包括以下几方面的风险：暴力和人口贩卖、受国家支持的网络威胁，以及参与或倡导暴力活动或仇恨行为的
非国家团体。

示例 — CSRA 中确定的潜在固有突出人权风险 示例 — Meta 在 2024 年应对潜在风险的措施

存在以下行为的不良行为者：

•	 利用 Meta 服务和应用来配合实施网络或现实伤害 

•	 违规使用服务和应用进行网络攻击或网络钓鱼 

•	 威胁和骚扰人权维护者、活动人士和其他弱势群体

Meta 有关配合实施伤害和宣扬犯罪行为的政策禁止 
鼓动、组织、宣扬某些犯罪活动或有害行为，或者自曝
参与过这类活动或行为。2024 年，我们在该政策中 
提供了有关战俘的指南，帮助内容审核员更准确地批量
移除违规内容，苏丹也纳入了相关规定的适用范围。

我们继续为人权维护者基金提供支持，并重新设计了 
可信合作伙伴计划，以完善针对人权维护者及其他弱势
群体的应急响应机制。
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https://www.un.org/en/about-us/universal-declaration-of-human-rights
https://transparency.meta.com/policies/community-standards/coordinating-harm-promoting-crime/
https://transparency.meta.com/policies/improving/bringing-local-context/


5. 儿童最大利益 
《联合国儿童权利公约》(UNCRC) 规定：关于儿童的一切行动，“均应以儿童的最大利益为一种首要考虑”。Meta 的 

儿童最大利益框架符合 UNCRC 的基本价值观。保护青少年儿童的网络安全是 Meta 的首要任务。我们为青少年、家长和
监护人提供内置保护功能的工具，帮助保护青少年的安全，同时为青少年行使表达自由权和信息获取权提供空间。

示例 — CSRA 中确定的潜在固有突出人权风险 示例 — Meta 在 2024 年应对潜在风险的措施

青少年儿童可能会接触到扰人、不当的内容，或者遭到
诱骗侵害。

我们推出了 Instagram 青少年账户，这是一种面向 
青少年的新体验，内置防护功能，并由家长提供指引。

阅读更多信息

6. 公共事务参与、投票和被选举 
在自由公正的选举中享有公共事务参与权、投票权和被选举权是民主的基石。在我们的服务和应用中保护选举诚信是 
我们的首要任务之一。无论是在选举前、选举期间还是选举后，我们都致力于在网上为选举保驾护航。

示例 — CSRA 中确定的潜在固有突出人权风险 示例 — Meta 在 2024 年应对潜在风险的措施

违规内容可能会对公共事务参与、投票或竞选公职产生
负面影响。这种负面影响可能源于多种行为，包括但 
不限于：

•	 不良行为者有组织地干预选举

•	 针对候选人的威胁，包括现实伤害与暴力风险

•	 阻碍他人投票的个人行为、垃圾信息增加、境外势力
合谋造假行为或者违规内容举报所反映出的行为

2024 年，选举相关工作是我们的优先事项。我们针对
选举开展了大规模的准备工作  （包括为风险最高的选举
保驾护航），并帮助选民获取可靠信息，同时采取了 
其他保障措施。

阅读更多信息
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https://www.ttclabs.net/news/metas-best-interests-of-the-child-framework
https://about.fb.com/news/2024/09/instagram-teen-accounts/
https://www.un.org/en/about-us/universal-declaration-of-human-rights


7. 结社和集会自由
结社和集会自由权对民主至关重要，并且与国际人权法所保障的许多其他权利（包括表达自由权和参与公共事务的权利）
相互依存。对 Meta 而言，此权利与我们“让用户发声”以及“联系彼此，建立社群”的核心价值观一脉相承。

示例 — CSRA 中确定的潜在固有突出人权风险 示例 — Meta 在 2024 年应对潜在风险的措施

Meta 旗下平台上的某些内容或合谋造假行为，可能会
让一些用户感到无法自由地在 Meta 应用中或线下开展
集会活动。

我们部署了危机政策协议，调配资源处理涉及大规模 
示威活动的违规内容，例如，我们在孟加拉国和 
格鲁吉亚部署了此协议。

在选举开始前，我们还会提前做好充分准备，降低那些
可能阻碍公众集会的违规内容带来的风险，这类内容 
可能会导致人们因顾虑安全问题，而在选举期间及选举
结束后不敢参与集会活动。

Threads 加入了联邦宇宙，这是一个开放性的全球社交
媒体服务器网络。此举让用户能够拓展受众社群， 
并触达新受众。

8. 健康权 
健康权是指“人人有权享有能达到的最高的体质和心理健康的标准”。Meta 通过多种方式来尊重此权利，包括让人们 
更容易获取健康信息，使有类似健康问题的人能够相互联系，并使人们能够就自己的身心健康做出明智的决定。

示例 — CSRA 中确定的潜在固有突出人权风险 示例 — Meta 在 2024 年应对潜在风险的措施

煽动或意图造成现实伤害的违规内容 我们与 Snap 和 TikTok 携手推出了 Thrive 计划，这是
一项全行业信号共享计划，旨在预防自杀及自我伤害 
相关内容的传播。

我们围绕经监管机构认定存在健康和安全风险的商业 
内容，举行了政策交流委员会会议。

我们更新了社群守则和广告发布守则，纳入了与已召回
商品相关的规定。
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https://www.un.org/en/about-us/universal-declaration-of-human-rights
https://transparency.meta.com/en-gb/policies/improving/crisis-policy-protocol/
https://engineering.fb.com/2024/03/21/networking-traffic/threads-has-entered-the-fediverse/
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https://www.un.org/en/about-us/universal-declaration-of-human-rights
https://about.fb.com/news/2024/09/preventing-suicide-and-self-harm-content-spreading-online/?utm_source=chatgpt.com
https://transparency.meta.com/policies/improving/policy-forum-minutes
https://transparency.meta.com/policies/community-standards/restricted-goods-services/
https://transparency.meta.com/policies/ad-standards/


新产品和服务 

正如 2023 年度人权报告中所述，Meta 在设计和
开发产品和服务时，致力于尊重人权。

2024 年，Threads 加入了联邦宇宙，这是一个 
开放性的全球社交媒体服务器网络。如果某个 
用户开启向联邦宇宙分享内容的功能，那么来自
其他平台（例如 Mastodon 或 Flipboard）的 
用户即便没有 Threads 主页，也能关注该用户的 
Threads 内容并与之互动。这让用户可以触达 
新受众、拓展受众社群、参与所关注话题的公开
讨论，从而行使其表达自由权与结社和集会 
自由权。与此同时，这也有助于打造更加多元化
的信息生态系统。

我们还通过帮助中心的专门版块以及隐私中心内
新推出的联邦宇宙指南，向 Threads 用户科普 

“去中心化”和“互操作性”对其隐私有何影响。 
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https://humanrights.fb.com/wp-content/uploads/2024/09/2023-Meta-Human-Rights-Report.pdf
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2024 年，人工智能 (AI) 加速发展。生成式 AI 
工具和应用得到越来越广泛的使用，日益改变
着我们的沟通、学习、创作和工作方式。 
在 Meta，我们深知 AI 的飞速发展与普及也 
影响了人权领域，带来了意义重大且往往前所
未见的益处与风险。

我们的长期愿景是普及个性化超级智能，惠及
每一个人。

以尊重人权为前提， 
加速 AI 创新
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https://www.threads.net/@zuck/post/C2QBoRaRmR1
https://www.threads.net/@zuck/post/C2QBoRaRmR1


2024 年，我们发布了开源的 Llama 3、Llama 3.1、 
Llama 3.2 和 Llama 3.3 大语言模型 (LLM)。我们还推出了 
Meta AI 助手，并将其全面集成到各项 Meta 技术中。 
Meta AI Studio 作为 AI 人物定制平台闪亮登场；全套 
生成式 AI 工具帮助广告主拓展业务版图；而 Meta AI 已 
与 Ray-Ban Meta 眼镜集成。我们继续开展前沿 AI 研究 
并公开了研究成果，这包括 Movie Gen 模型（可生成 
视频，并且可根据指令进行精确的视频编辑）和 Video 
Seal 视频水印模型（用于为 AI 生成的视频添加长效水印），
以及其他多项技术突破。

我们已经见证了这种开放理念带来的切实益处。我们在 2023 年推出了 Llama 影响力补助计划，并在 2024 年继续推进 
该计划。这项计划与我们 2024 年推出的 Llama 影响力创新奖双管齐下，共同支持和表彰基于我们开源模型、具有积极
社会影响的应用案例。

例如，开发者利用 Llama 打造了 Vax-Llama 模型，这是一项供全球医疗服务提供者采用的智能聊天助手服务，旨在提供
准确的疫苗接种信息。Llama 还被用于 Llama-Suho 项目，此项目利用韩国相关数据对 Llama 进行微调，从而增强 AI 
在韩国背景下的安全防护能力。

我们的开放理念
我们坚信，为了确保 AI 技术的进步惠及每一个人，开源 AI 是其中的重要一环。正如我们在 2023 年度人权报告中所述，
开放理念能给人权带来重要益处。开源 AI 模型：

截至 2024 年底，开发者对我们 Llama 开源模型的下载量已超过 6.5 亿次，Meta AI 在全球有近 6 亿月活用户，这让我们的
模型成为全球使用最广泛的模型。面对如此庞大的开发者和最终用户群体，我们的责任尤为重大，即必须在尊重人权的 
前提下打造 AI 技术。

在本质上更有能力应对审查以及对表达自由权的 
其他限制，因为它们可以在下载后离线运行，从而
降低发布后政府可能要求限制输出结果所带来的 
影响。

让开发者能轻松打造更小、更高效的模型，降低 
传统上服务欠缺人群的使用壁垒，为经济、社会和
文化权利提供支持。

能更好地实现适配和微调，反映当地的具体情况和
特点，这与平等权的原则相契合，同时也提升了 
技术可及性和语言包容性。

任何人都可以仔细检查这类模型，排查潜在风险，
这为 AI 安全防护领域的关键研究提供了支持， 
有助于减轻 AI 可能对人权造成的负面影响。
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https://ai.meta.com/blog/meta-llama-3/
https://ai.meta.com/blog/meta-llama-3-1/
https://ai.meta.com/blog/llama-3-2-connect-2024-vision-edge-mobile-devices/
https://www.llama.com/docs/model-cards-and-prompt-formats/llama3_3/
https://ai.meta.com/meta-ai/
https://ai.meta.com/ai-studio/
https://www.facebook.com/business/news/Introducing-Enhanced-Gen-AI-Features-and-Other-Tools-to-Help-Build-Your-Business
https://www.facebook.com/business/news/Introducing-Enhanced-Gen-AI-Features-and-Other-Tools-to-Help-Build-Your-Business
https://www.meta.com/ai-glasses/
https://ai.meta.com/research/
https://ai.meta.com/research/publications/movie-gen-a-cast-of-media-foundation-models/
https://aidemos.meta.com/videoseal
https://aidemos.meta.com/videoseal
https://www.llama.com/llama-impact-grants/
https://www.llama.com/impact-innovation-awards/
https://helpmum.org/vax_llama
https://github.com/AIM-Intelligence/llama-suho
https://about.fb.com/news/2024/07/open-source-ai-is-the-path-forward/
https://humanrights.fb.com/wp-content/uploads/2024/09/2023-Meta-Human-Rights-Report.pdf#page=9
https://ai.meta.com/blog/future-of-ai-built-with-llama/
https://www.llama.com/docs/how-to-guides/fine-tuning/


AI 安全系统

输入 系统安全
防护机制

Llama 系统

系统级风险缓解措施 系统级风险缓解措施模型级风险缓解措施

系统安全
防护机制

智能体工具LLM 生成式 
AI 模型

以防护为中心
我们始终致力于开发和部署最先进的 AI 产品，同时考虑人权标准，并采取安全防护机制来防范滥用。

我们的企业人权政策明确表示，我们的人权承诺同样适用于 AI 领域。

随着 2024 年 4 月 Llama 3 的发布，我们开始强调基于系统的 AI 安全防护方法。基于系统的方法赋予了开发者更大的 
灵活性，让他们可以针对不同应用场景和受众，采用合适的多层防护。例如，针对某些可能具有冒犯性但合法的言论， 
我们提供了相关的防护机制，作为可选的系统级风险缓解措施。此外，我们一如既往地在基础模型中嵌入底线防护机制， 
防止生成儿童剥削内容。

我们认为，这种基于系统的方法有助于在表达自由与其他人权之间实现合理平衡。

为实现基于系统的方法，我们开源了三款重要工具（Llama Guard、Prompt Guard 和 Code Shield），开发者可定制 
这些工具，并结合使用它们或单独使用每款工具来实现防范滥用的机制。

我们的开发者使用指南详细讲解了在各种场景中，如何负责任地部署我们的基础模型和安全系统。我们的合理使用政策
继续适用于对我们开源模型的部署。
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https://about.fb.com/wp-content/uploads/2022/10/Meta-Corporate-Human-Rights-Policy.pdf
https://www.llama.com/llama-protections/
https://www.llama.com/docs/model-cards-and-prompt-formats/llama-guard-3/
https://github.com/meta-llama/PurpleLlama/blob/main/Prompt-Guard/MODEL_CARD.md
https://github.com/meta-llama/PurpleLlama/tree/main/CodeShield
https://www.llama.com/developer-use-guide/
https://www.llama.com/llama4/use-policy/


我们还意识到，AI 安全防护需要跨行业及多方利益相关者的协作。2024 年 2 月，我们与业内同行共同签署了  
AI Elections Accord（AI 选举协定），此协定致力于帮助防范具有欺骗性的 AI 生成内容干扰全球选举。2024 年 5 月， 
我们加入了 Frontier Model Forum（前沿模型论坛），这是一个由行业支持的组织，致力于提升前沿 AI 模型的安全性。

在我们的模型和第一方产品发布前，开展广泛的 
红队测试，确定并缓解潜在风险，包括涉及潜在 
负面人权影响的风险。

根据独立监督委员会的反馈，更新我们对经编辑 
影音内容的处理方法，包括为更多类型的视频、 
音频和图片内容添加“AI 信息”标签和背景信息，
并要求创作者披露对 AI 的使用情况。

完善我们在测试模型输出是否符合要求时所遵循的
内部准则和流程，使其更贴合真实应用场景，并与
国际人权标准保持一致。

除了在 2024 年推出上述工具外，我们还采取了多项重要措施，以缓解我们自身部署生成式 AI 所伴随的风险。我们在 
2024 年的做法包括：
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https://securityconference.org/en/aielectionsaccord/accord/
https://www.frontiermodelforum.org/updates/amazon-and-meta-join-the-frontier-model-forum-to-promote-ai-safety/
https://www.oversightboard.com/decision/FB-GW8BY1Y3/
https://about.fb.com/news/2024/04/metas-approach-to-labeling-ai-generated-content-and-manipulated-media/
https://about.fb.com/news/2024/04/metas-approach-to-labeling-ai-generated-content-and-manipulated-media/
https://www.meta.com/help/artificial-intelligence/1783222608822690/
https://partnershiponai.org/wp-content/uploads/2024/11/case-study-meta.pdf


解决不当拒答的问题

不当拒答是指模型收到非违规提示语，却拒绝生成
所要求的输出内容，这往往是由模型善意设置的 
安全防护机制导致的。例如，某个模型可能会 
不当地拒绝讨论一部包含冒犯性刻板印象或诋毁 
之词的经典文学作品，也可能会因为设置了防止 
协助制造化学、生物、放射性、核武器及高威力 
炸药的安全防护机制，而不当地拒绝回答一道 
基础的高中化学题。尽管模型安全至关重要， 
为了限制有害内容的生成，拒答机制必不可少， 
但是不当拒答会对表达自由、信息获取和其他 
权利造成负面影响。

从 Llama 3 开始，我们投入了大量精力来解决 
Llama 和 Meta AI 不当拒答的问题，并在 2024 年
取得了显著进展。
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审慎推进国际化布局 
2024 年，我们又在 40 多个国家/地区推出了 Meta AI，并增加了对多种语言的支持，包括阿拉伯语、印尼语、 
菲律宾语、法语、德语、印地语、意大利语、葡萄牙语、西班牙语、泰语以及越南语。

在每个国家/地区推出 Meta AI 及支持每种语言之前，我们均会评估潜在的人权风险，并根据具体情况开展针对性的 
红队测试，这是减少大语言模型不安全行为的通用做法。 

值得注意的是，并非每个提供 Meta AI 服务的国家/地区都在其当地法律中为表达自由提供了有力保障。在 2024 年的 
国际化工作中，我们制定了一套基于人权的方案，用于回应政府关于限制 Meta AI 输出内容的请求，这套方案以我们的
长期政策为基础，并符合我们作为全球网络倡议成员的承诺及我们的企业人权政策。

与利益相关者合作
像 AI 这样技术飞速发展的领域，为利益相关者的合作参与带来了全新挑战。2024 年全年，我们都致力于向利益相关者
同步最新信息，并广泛征集有意义的反馈。

具体行动包括：

我们将再接再厉，继续推动 AI 创新，在此过程中，我们仍将致力于与全球的多元化利益相关者进行有效合作与磋商。

阅读更多信息

我们在美国举行了 AI 主题圆桌会议，围绕产品和
模型的发布事宜，征集跨学科专家群体的反馈， 
与会专家来自美国、巴西、布鲁塞尔、约旦、 
墨西哥以及非洲各地。

我们与斯坦福大学协商民主实验室 (Deliberative 
Democracy Lab) 合作，在美国、巴西、德国及 
西班牙举办了多场社群论坛，探讨生成式 AI 智能
聊天助手应遵循的原则，并分享了从论坛中获得的
相关发现。

我们举行了一系列 Open Loop 研讨会，旨在探讨
如何应对和利用开源 AI 带来的复杂挑战和机遇。
在这些研讨会上，来自全球各地的政策制定者、 
行业领袖、学者以及民间社会代表齐聚一堂， 
共同制定有效且负责任的 AI 政策。

在第十三届联合国工商业与人权论坛于日内瓦举行
之际，我们围绕生成式 AI 产品的人权尽职调查 
事宜，策划并主导了一场由多方利益相关者参加的
互动模拟活动，并在活动中分享了我们的做法， 
深化了各方对相关风险与挑战的共识。

242024 年度 Meta 人权报告

简介 要点汇总 管理风险 议题 利益相关者 透明度与补救措施 附录AI

https://about.fb.com/news/2024/07/meta-ai-is-now-multilingual-more-creative-and-smarter/
https://ai.meta.com/research/publications/mart-improving-llm-safety-with-multi-round-automatic-red-teaming/
https://transparency.meta.com/reports/content-restrictions/content-violating-local-law/
https://globalnetworkinitiative.org/
https://about.fb.com/wp-content/uploads/2022/10/Meta-Corporate-Human-Rights-Policy.pdf
https://deliberation.stanford.edu/
https://deliberation.stanford.edu/
https://about.fb.com/news/2024/04/leading-the-way-in-governance-innovation-with-community-forums-on-ai/
https://openloop.org/sprints/
https://www.ohchr.org/en/events/sessions/2024/13th-united-nations-forum-business-and-human-rights


2024 年：选举年 
2024 年堪称历史上规模最大的选举年。全球超过 70 个国家/地区（覆盖世界半数以上人口）举行了全国/地区层面 
选举，大约有 20 亿人有资格投票。

Meta 深知保障表达自由权、投票权及公共事务参与权的重要性。选举相关工作是我们全年的重点任务。我们针对各类 
选举的规模、覆盖面及时间安排做好了充分准备，努力降低用户面临的相关风险，包括 AI 的日益普及带来的潜在风险。

在接下来几页，我们回顾了 2024 年在这方面的工作，并结合欧盟、印度、墨西哥及美国的选举相关情况，提供了说明性
摘要。

议题聚焦
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https://about.fb.com/news/2023/11/how-meta-is-planning-for-elections-in-2024/


针对选举开展大规模准备工作

过去几年里，Meta 不断优化调整为选举保驾护航的核心 
方案。我们在旗下服务覆盖的所有国家/地区部署这一 
方案，并根据当地需求和风险灵活调整我们的策略。为了
做好准备，应对 2024 年选举，我们成立了专门的跨部门 
团队来协调全公司范围内的相关工作，团队成员包括来自
我们情报、数据科学、产品与工程、研究、运营、内容、
人权、公共政策及法务团队的专家。在这一年里，我们 
始终致力于保障人们的表达自由权、投票权和被选举权。

我们的方案涵盖以下具体工作：管理 AI 风险、执行我们 
与干扰选民投票相关的政策、打击恶意行为网络、保障 
政治广告的透明度，以及为选民提供获取可靠信息的途径。
我们还针对举行选举的国家/地区，评估了分类技术和 
人工审核员的语言能力是否适配，以支持我们对违反政策
的内容采取行动。我们的部分工作重点包括：

管理 AI 的干扰风险

年初，许多人担忧生成式 AI 可能会威胁选举的公平性， 
这包括深度伪造内容广泛传播的风险，以及利用 AI 进行 
虚假信息宣传的风险。对于恶意威胁和 AI 可能对选举 
造成的干扰风险，我们做好了充分的应对准备并进行了密切监测。根据我们在旗下服务中监测到的情况，这些风险并未
大规模显现，其影响程度轻微且范围有限。例如，在一组重要选举进行期间，选举、政治和社会议题相关 AI 内容在经 
事实核查机构评定的所有错误信息中，占比不到 1%。据显示，我们现有的政策和流程足以降低生成式 AI 内容带来的 
风险。

我们全年的工作重点是制止各类影响力行动，并依托全球合作来帮助维护选举诚信。

我们密切监测了在利用虚假账户开展的合谋造假活动中，生成式 AI 的潜在违规使用情况。我们发现，使用 
生成式 AI，仅让这类活动在产出效率和内容生成方面获得了小幅提升。这种小幅提升并未影响我们打击此类 
影响力行动，因为我们在调查和取缔这类活动时，关注的是其行为本身，而不是其发布的内容（无论该内容 
是否由 AI 生成）。

我们还与业内同行合作，共同应对生成式 AI 的使用可能带来的威胁。例如，2024 年 2 月，我们与数十家行业 
领军企业共同签署了 AI Elections Accord  （AI 选举协定），承诺携手防止具有欺骗性的 AI 内容干扰 2024 年全球
选举进程。后续页面举例说明了特定国家/地区针对 AI 采取的举措。
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https://about.meta.com/actions/preparing-for-elections-with-meta/?utm_source=about.facebook.com&utm_medium=redirect&_ga=2.39460643.1897681537.1733477275-894287801.1733477275
https://transparency.meta.com/en-gb/policies/community-standards/misinformation/
https://about.fb.com/news/2024/12/2024-global-elections-meta-platforms/
https://about.fb.com/news/2024/12/2024-global-elections-meta-platforms/
https://about.fb.com/news/tag/coordinated-inauthentic-behavior/
https://about.fb.com/news/2024/12/2024-global-elections-meta-platforms/
https://about.fb.com/news/2024/12/2024-global-elections-meta-platforms/
https://securityconference.org/en/aielectionsaccord/
https://securityconference.org/en/aielectionsaccord/


其他选举诚信举措

除了减轻 AI 可能对选举造成的干扰风险外，我们还致力于为选民提供支持、防止境外势力合谋造假行为、加强候选人 
安全保障、建立合作关系，以及助力确保广告主信息公开透明。

为选民提供支持

防止境外势力合谋 
造假行为

候选人安全

在选举期间，获取可靠信息并负责任地使用网络平台尤为重要。在许多国家/地区，我们通过 
Facebook 和 Instagram 的应用内通知，向用户提供选民须知信息与选举日提醒。借助这些 
功能，用户能够获取来自官方选举机构的权威信息，了解选举日的投票方式、地点与时间。 
例如，在巴西地方选举期间，Facebook 和 Instagram 上此类通知的互动量累计达到约  
970 万次。超过 6,300 万 Facebook 用户和 1.18 亿 Instagram 用户看到了选民注册贴图， 
点击这些贴图即可跳转获取有关选举和投票的权威信息。

我们的安全团队调查和取缔了多个涉及造假账户、公共主页和小组的合谋造假网络。此外， 
据我们估计，我们的自动化虚假账户检测技术每天阻止了数百万个虚假账户的创建。我们的 
团队取缔了全球大约 20 起隐蔽的影响力行动，包括在中东、亚洲、欧洲和美国的这类行动。 
例如，在摩尔多瓦，我们在调查该地区的疑似合谋造假行为时，取缔了一个针对俄语受众的 
网络。

Meta 还为民选官员、候选人及其工作人员的账户提供了更强的防护，以抵御针对这些账户 
的入侵、冒充和骚扰行为。我们为候选人开展了多场安全培训，培训中介绍了可用于在我们 
平台上应对骚扰问题的指南。我们还发布了科普内容，以便这些内容能被所有选举参与者广泛
获取。
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https://about.fb.com/news/2019/05/fake-accounts/
https://transparency.meta.com/metasecurity/threat-reporting/
https://about.fb.com/news/2024/10/taking-action-against-coordinated-inauthentic-behavior-in-moldova/
https://www.facebook.com/government-nonprofits/best-practices/candidate
https://www.facebook.com/government-nonprofits/on-demand-video-library


土耳其

突尼斯

塞内加尔墨西哥

萨尔瓦多

委内瑞拉

巴西

索马里

南非

巴基斯坦

阿塞拜疆

伊拉克

孟加拉国

印度

印度尼西亚

斯里兰卡

与候选人
相关的误导性篡改视频

针对 LGBTQ+ 群体及
撒哈拉以南非洲移民的煽动暴力
与仇恨行为

被入侵的
新闻页面和恶意报道
手段

针对人权
维护者的身份曝光威胁
与隐晦威胁

针对女性及
跨性别候选人的政治
暴力威胁

针对女性
候选人的网络攻击

总理发布的
违规内容

与部落间冲突相关的
煽动行为及血腥暴力内容

与选举相关的
违规错误信息

亵渎神明指控，
以及针对女性候选人的仇恨行为

选举相关错误信息，
以及针对宗教群体的仇恨行为

针对女性和 
LGBTQ+ 候选人的仇恨行为
与欺凌

针对少数宗教
群体的仇恨行为

针对民间活动人士的
攻击，以及选举相关错误信息

对女性候选人的欺凌和骚扰，
以及未添加标签的 AI 生成内容

合谋造假行为、
煽动暴力及误导性 AI 生成内容

外联与合作

广告信息公示

2024 年，可信合作伙伴为 25 个国家/地区的选举诚信工作提供了支持

我们开展了外联工作，与政府部门及执法机构建立了沟通渠道，方便他们举报可能违反我们 
社群守则或当地法律的内容。我们还与民间社会团体、事实核查机构和其他科技公司合作， 
帮助我们发现和制止新兴威胁，以及虚假信息的传播。

我们继续为社会议题、选举和政治类广告提供业内领先的信息公示力度。在我们提供上述广告的
大多数市场，广告主必须完成授权流程并在其内容中添加  “赞助方”标签，才能投放这类广告。
该标签可能包含对这条广告负责的组织或个人的相关信息，尽管具体要求可能视国家/地区而异。
这些广告随后会存入我们公开的广告资料库。2024 年，我们新增了规定，要求广告主在某些 
情况下，披露使用 AI 或其他数字技术制作或更改社会议题、选举或政治类广告的情况。
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https://transparency.meta.com/en-gb/features/content-ratings-fact-checkers-use/
https://transparency.meta.com/policies/ad-standards/SIEP-advertising/SIEP?utm_source=chatgpt.com
https://transparency.meta.com/policies/ad-standards/SIEP-advertising/SIEP?utm_source=chatgpt.com
https://en-gb.facebook.com/business/help/198009284345835?id=288762101909005
https://www.facebook.com/ads/library/?active_status=active&ad_type=political_and_issue_ads&country=GB&is_targeted_country=false&media_type=all
https://www.facebook.com/government-nonprofits/blog/political-ads-ai-disclosure-policy


为风险最高的选举做好准备

我们认为一些选举的风险较高，要做好其保障工作，需要进行更多准备、投入额外资源并专门定制方案。我们会考虑 
多种因素，例如选举类型、我们用户在该国家/地区人口中的占比、政治暴力风险、弱势群体受攻击的情况以及我们 
自身的运营能力。我们所做的额外工作包括设置专门的监测机制和临时风险应对措施，它们可以针对不同国家/地区和语
言进行设计和应用。

我们在全球设立了多个选举运营中心，以便监测和迅速应对所出现的问题，包括高风险选举中的问题。您可以在网上 
详细了解我们为巴西、法国、印度、印度尼西亚、墨西哥、 巴基斯坦、南非、英国、美国和欧洲议会选举开展的保障 
工作。

全国/地区层面选举案例

接下来几页选取了不同国家/地区的四个简要案例，帮助说明我们在 2024 年如何管理选举风险。在每种情形下，我们 
都至少提前一年便开始准备。 

美国

为做好迎接美国选举的准备，我们的工作重点包括帮助用户获取可靠的选民须知信息，打击境外势力合谋造假行为， 
以及确保广告主信息公开透明。

选民须知信息

境外势力合谋 
造假行为

在 2024 年美国大选期间，Facebook 和 Instagram 动态版块顶部的提醒累计获得了超过  
10 亿次展示。这些提醒包含选民登记、邮寄投票、提前到场投票及选举日投票的相关信息， 
点击次数累计超过 2,000 万次。用户点击提醒后，即可跳转至政府官方网站了解详情。

我们针对网上与选举相关的境外势力合谋造假行为做好了充分准备，包括进一步扩大对俄罗斯 
官方媒体机构的政策执行范围，同时我们继续打击规模最大、最顽固的隐蔽影响力行动之一，
即代号为“Doppelganger”（幽灵分身）的行动。10 月至 11 月，“Doppelganger”行动针对
美国发起了多次干预尝试，但其中大多数均在内容曝光前被我们主动拦截。

在大选竞选活动的最后一周，我们禁止投放新的政治、选举和社会议题类广告 — 这一举措 
自 2020 年起持续推行。此次实行此限制期的理由与往年一致：我们认识到，在选举的最后 
几天，如果允许投放广告的话，人们可能没有足够的时间对广告中的新说法提出质疑。

广告投放限制期
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https://www.facebook.com/government-nonprofits/2024-brasil-elections
https://transparency.meta.com/sr/france-legislative-election-report-2024
https://about.fb.com/news/2024/03/how-meta-is-preparing-for-indian-general-elections-2024/
https://www.facebook.com/government-nonprofits/2024-indonesia-elections?ref=shareable
https://about.fb.com/ltam/news/2024/04/nuestro-trabajo-para-las-elecciones-de-mexico-en-2024/
https://www.facebook.com/government-nonprofits/blog/pakistan-preparing-for-the-2024-general-elections
https://about.fb.com/news/2024/04/how-meta-is-preparing-for-the-2024-south-african-elections/
https://about.fb.com/news/2024/06/how-meta-is-preparing-for-the-2024-uk-general-election/
https://www.facebook.com/government-nonprofits/us2024
https://transparency.meta.com/sr/european-parliament-report-2024
https://www.facebook.com/government-nonprofits/us2024
https://about.fb.com/news/2024/12/2024-global-elections-meta-platforms/
https://about.fb.com/news/2024/12/2024-global-elections-meta-platforms/
https://developers.facebook.com/blog/post/2024/09/30/upcoming-2024-restriction-period-for-us-ads/


墨西哥

2024 年是墨西哥历史上规模最大的选举年，有大约 90,000 名候选人竞选超过 20,000 个公职。竞选活动期间的暴力活动
也达到历史新高。至少有 37 名候选人遇害，记录在案的非致命袭击事件超过 828 起。竞选公职的女性人数创下墨西哥 
历届选举之最，而女性候选人遭受性别暴力和遇害的比例也居高不下。

我们采取了与其他高风险环境中类似的举措，并且受益于 Meta 当地专家的支持。在选举前和选举期间，我们移除违规 
内容的力度比平时更大。这些违规内容包括干扰选民投票或兜售选票的内容、仇恨内容，以及 Facebook 和 Instagram 
上针对女性候选人的性别骚扰与暴力威胁。

为帮助防止选举中断并降低现实伤害风险，我们的工作围绕以下几方面展开：候选人安全、提供易用的选民须知信息，
以及培养公众的媒体素养。

候选人安全

选民须知信息 

我们将逾 3,000 名候选人（包括所有联邦级候选人和州长候选人）纳入了交叉检查计划，以防止
政策执行失误，同时还为相应候选人的账户开启了高级安全保护。这包括监测潜在的入侵威胁。
我们与非营利组织和媒体机构合作，推出了名为  “Vote Against Violence”（投出反暴力的一票）
的宣传活动，旨在遏制网络上的性别暴力行为。此宣传活动在我们平台上触达了超过 120 万 
用户，且在其他渠道中得到了进一步传播。当局发现针对候选人的暴力行为或暴力威胁后， 
会向我们发送内容移除请求。

我们与墨西哥国家选举机构（National Electoral Institute，简称 INE）合作，在 WhatsApp  
推出了智能聊天助手“Inés”，为选民提供帮助。该智能聊天助手可回答与选举流程有关的问题，
例如投票地点和方式、如何办理选民证，以及海外墨西哥选民的投票程序。在投票日，我们在 
Facebook 和 Instagram 发送了提醒，并在这两款应用中推出了投票主题贴图，鼓励人们投票。

为帮助防止虚假信息的传播，我们与 INE 和民间社会组织 Movilizatorio 合作，推出了 
“Soy Digital”（“We Think Digital”）宣传活动。该宣传活动提供了通俗易懂的学习模块与 

资源，帮助人们树立数字公民意识、提升信息素养能力，包括了解如何保持网络安全。该宣传
活动触达了超过 1,500 万人。此外，我们还培训了 300 名选区级别的负责人，随后他们又对 
数千名投票站工作人员进行了媒体素养培训。

媒体素养 
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https://www.reuters.com/world/americas/mexican-candidate-assassinations-hit-grim-record-ahead-sundays-election-2024-06-01/
https://www.reuters.com/world/americas/mexican-candidate-assassinations-hit-grim-record-ahead-sundays-election-2024-06-01/
https://www.wilsoncenter.org/article/city-council-president-women-mexican-politics
https://gbv.wilsoncenter.org/blog-post/mexicos-historic-elections-and-political-violence
https://about.fb.com/ltam/news/2024/04/nuestro-trabajo-para-las-elecciones-de-mexico-en-2024/
https://transparency.meta.com/enforcement/detecting-violations/reviewing-high-visibility-content-accurately/
https://www.facebook.com/help/1052552578831700
https://about.fb.com/ltam/news/2024/03/ampliamos-nuestras-acciones-contra-la-violencia-politica-en-razon-de-genero-en-mexico/
https://about.fb.com/ltam/news/2024/04/nuestro-trabajo-para-las-elecciones-de-mexico-en-2024/
https://transparency.meta.com/reports/content-restrictions/
https://about.fb.com/ltam/news/2024/02/presentamos-programa-contra-la-informacion-falsa-rumbo-a-las-elecciones-de-2024-en-mexico/
https://about.fb.com/ltam/news/2024/02/presentamos-programa-contra-la-informacion-falsa-rumbo-a-las-elecciones-de-2024-en-mexico/
https://about.fb.com/ltam/news/2024/02/presentamos-programa-contra-la-informacion-falsa-rumbo-a-las-elecciones-de-2024-en-mexico/


印度

为迎接 2024 年印度大选，Meta 提前 18 个月开始做准备。我们的工作重点是确保平台诚信并推动选民教育。我们采取 
灵活的方案，能够为长达 60 天的选举期提供持续支持，在此期间，投出的选票超过 6.4 亿张。我们的准备工作包括：

选民教育与意识 
提升

确保平台诚信

印度选举委员会 (Election Commission of India) 通过其 Facebook 公共主页发起了投票提醒 
通知，触达了 1.45 亿用户。印度选举委员会还部署了 WhatsApp 应用程序编程接口 (API)， 
用于开展投票提醒宣传活动，其消息触达了大约 4 亿用户。

我们采取了措施，防止平台被违规使用。内容审核员对 Facebook、Instagram 和 Threads 内容
进行了审核，涵盖超过 20 种印度本土语言的内容和英语内容。我们移除了虚假账户，并履行了
我们在 2019 年与其他社交媒体公司共同签署的《自愿道德准则》下的承诺。

我们与跨行业的错误信息打击联盟（Misinformation Combat Alliance，简称 MCA）合作， 
在 WhatsApp 上推出了专门的事实核查求助热线，以打击 AI 生成的虚假信息。我们与 MCA 携手
推出了这一 WhatsApp 求助热线，依托此热线，MCA 设立了全球首个 Deepfakes Analysis Unit 

（深度伪造分析小组），用于评估用户怀疑可能是深度伪造内容的任何音频或视频内容。 
我们还与 MCA 合作，为数百家执法机构提供了打击深度伪造的培训。

打击错误信息
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https://about.fb.com/news/2024/03/how-meta-is-preparing-for-indian-general-elections-2024/
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https://www.whatsapp.com/channel/0029VaTA4DFKbYMHWx9wQg0l


欧洲议会选举 

Meta 在为欧洲议会选举做准备时，借鉴了从此前全球各地选举中学到的重要经验，同时遵循了《数字服务法》确立的 
监管框架，并履行了我们在欧盟 (EU)《反虚假信息行为准则》下的承诺。

针对欧盟地区，我们的选举保障措施聚焦于以下方面：

前往政策及信息公示平台

普及选举信息， 
推动公民参与 

打击影响力行动

我们通过应用内的“选民须知信息单元”和“选举日信息”，为用户提供可靠的选举信息， 
并引导他们查阅选举流程相关信息。在 Facebook 和 Instagram，用户与这些通知的互动次数 
分别超过了 4,100 万次和 5,800 万次。

在打击合谋造假行为的工作中，我们重点关注与欧洲议会选举相关的具体威胁。我们封禁了 
多个以欧盟为目标的网络，这包括多次对源自俄罗斯的网络“Doppelganger”采取处置措施。 

我们与欧洲事实核查标准网络合作，共同打击由 AI 生成和经数字手段编辑过的影音内容， 
并携手开展媒体素养宣传活动，以提升公众对相关风险的认知。

得益于我们为治理生成式 AI 内容所采取的政策和措施，欧洲议会选举期间及前后，在欧盟地区的 
Facebook 和 Instagram 上，有近 6,000 条社会议题、选举或政治类广告以及超过 570 万条内容
都添加了 AI 相关披露标签，这进一步提高了信息透明度。

打击错误信息

应对与生成式 AI 技术
滥用相关的风险

详情请参阅我们的政策及信息公示平台。
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儿童和青少年安全
保护青少年儿童的网络安全是 Meta 的首要任务。我们为青少年及其家长提供内置保护功能以及各种工具，帮助保护 
青少年在我们应用和服务中的安全。

内置青少年保护功能

保护青少年的网络安全，需要全球多方利益相关者携手合作，其中包括家长、儿童问题专家、学者、业界同行、政府、
民间社会组织等各界力量。我们始终致力于协助保护青少年的安全，同时为他们创造空间，让他们能在家长的指引下，
自由表达自我并获取各类信息。

多年来，我们开发了超过 50 项工具与资源，用于为青少年及其家长和监护人提供支持，同时，我们花费了十多年来制定
政策并开发技术，以治理违反我们规定的内容和行为。
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我们开发了家长监护面板并在全球推出，供使用我们
监护工具的家长和监护人一站式查看和管理孩子的 
账户。借助此面板，家长和监护人可以通过自己的 
账户设置控制措施，以查看和管理孩子接触到的任何
扰人联系或不当内容，并限制孩子的屏幕使用时间。

我们还围绕智慧用屏计划，在美国开展了一系列 
研讨会，帮助家长了解如何与家人展开有关安全 
使用电子设备的对话，同时让家长进一步了解 Meta  
提供的家长监护工具，以便能为孩子设置最合适的 
界限和保护措施。 

2024 年，我们更新了政策和产品设计，为青少年打造差异 
更明显的独特体验。在我们儿童最大利益框架的指导下， 
这些更新继续帮助青少年看到适龄内容。在现有 Instagram  
保护功能的基础上，我们又在美国、英国、加拿大和 
澳大利亚推出了 Instagram 青少年账户，并计划后续 
向全球推广。重新设计的青少年账户内置多种保护功能， 
可限制谁能与青少年联系以及青少年能看到哪些内容， 
还能帮助管理青少年使用该应用的时长。这些更新还 
提供了新途径，供青少年在家长指引下探索兴趣爱好。 
这项新的 Instagram 青少年账户体验符合专家的指导建议，
以及  《联合国儿童权利公约》中关于符合儿童不同阶段 
接受能力的原则。
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https://about.fb.com/news/2023/06/parental-supervision-and-teen-time-management-on-metas-apps/
https://help.instagram.com/658522825492278
https://about.fb.com/news/2024/04/supporting-parents-with-screen-smart-program/
https://www.ttclabs.net/news/metas-best-interests-of-the-child-framework
https://about.fb.com/news/2024/01/teen-protections-age-appropriate-experiences-on-our-apps/
https://about.fb.com/news/2024/09/instagram-teen-accounts/
https://www.ohchr.org/en/instruments-mechanisms/instruments/convention-rights-child


“Meta 新推出的 Instagram 青少年账户意义重大，既能赋予家长指引青少年的能力，又不会剥夺 
大龄青少年的自主性。在青少年保护的道路上，这些新设置加上增强的安全隐私工具与建议， 
共同构成了向前迈出的一大步。”

— ConnectSafely 首席执行官 Larry Magid
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打击性勒索行为

帮助保护青少年儿童免受恶意用户的伤害， 
始终是 Meta 的首要任务。2024 年，我们继续
与美国国家失踪与受虐儿童援助中心 (NCMEC) 
合作，将 Take It Down 计划扩展到更多国家/
地区，并使其支持更多语言，让更多青少年 
能够重新掌控自己的私密图像。我们开发了 
新工具来防范性勒索，并让潜在诈骗分子和
犯罪分子更难找到青少年并与之互动。我们
还发起了一项教育宣传活动，借鉴 NCMEC 和 
Thorn 的专业见解，帮助青少年识别性勒索 
骗局，也为家长提供方法，支持孩子规避此类
骗局。该宣传活动会引导青少年和家长访问 
这方面的专家建议，这些建议由 Thorn 制定 
并经过 Meta 的调整，可以为任何需要获取 
性勒索相关支持和信息的人提供帮助。

我们是 Lantern 计划的创始成员，这是由 
技术联盟 (Tech Coalition) 运营的一项计划，
支持我们与其他科技公司共享信号，识别违反
成员公司儿童安全政策的账户和行为。我们 
向 Lantern 计划共享了性勒索的专属信号， 
以便能依托行业内的这一重要合作，努力 
遏制各平台上的性勒索骗局。2024 年，参与 
Lantern 计划的公司数量增长至两倍，总数 
达到 26 家。

请点击此处查看完整列表，了解我们为了支持
青少年和家长而提供的工具、功能和资源。

阅读更多信息
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https://www.missingkids.org/home
https://about.fb.com/news/2024/02/helping-teens-avoid-sextortion-scams/
https://about.fb.com/news/2024/02/helping-teens-avoid-sextortion-scams/
https://about.fb.com/news/2024/04/new-tools-to-help-protect-against-sextortion-and-intimate-image-abuse/
https://about.fb.com/news/2024/10/instagram-campaign-protect-teens-sextortion-scams/
https://www.thorn.org/
https://about.meta.com/actions/safety/topics/bullying-harassment/stop-sextortion
https://about.fb.com/news/2023/11/lantern-program-protecting-children-online/
https://www.technologycoalition.org/newsroom/2024-reports
https://www.meta.com/help/policies/809291991003600/
https://www.meta.com/help/policies/809291991003600/


我们防范与应对危机的方法
我们会提前防范并及时应对全球范围内的许多危机，包括冲突、族群内部暴力、内乱、大规模抗议、环境灾害，以及 
恐怖袭击和枪击事件等。2024 年，我们在多个国家和地区发起并协调了危机应对行动，这包括孟加拉国、格鲁吉亚、 
肯尼亚、新喀里多尼亚、尼日利亚、韩国、英国、委内瑞拉等。针对乌克兰、苏丹和中东地区的冲突，我们根据危机 
政策协议，继续推进对已认定危机局势的处置工作。

在危机期间，危机政策协议是我们使用的一种关键工具。该协议指引我们迅速采用以下层面的措施来缓解潜在危害：

借助危机政策协议，我们可以对有可能引发平台内风险的局势开展线下评估。一旦认定了危机局势，我们会开展评估 
来识别平台内风险，并确定是否需要采取任何额外措施。我们会根据所观察到的风险，采取特定类型的应对措施。这些
措施会参考过往危机干预经验、人权原则以及武装冲突法。

我们将在下一页阐述我们防范与应对危机和冲突的方法。我们还会提供案例，展示我们如何使用危机政策协议，这些 
案例也体现了我们的工作所涉及的广泛地域。

政策层面，例如向审核员提供额外指导意见。具体
示例：针对违反我们暴力和血腥内容政策的某些 
行为，提供暂缓违规记分的指导意见，以免过度 
惩罚或限制那些试图让公众了解冲突影响的用户。

产品层面，例如调整产品体验。具体示例：调整 
产品设置，仅允许好友和家人评论帖子。

人力层面，包括调配资源来重点处理特定问题。

372024 年度 Meta 人权报告

简介 要点汇总 管理风险 AI 利益相关者 透明度与补救措施 附录议题

https://transparency.meta.com/en-gb/policies/improving/crisis-policy-protocol/
https://transparency.meta.com/en-gb/policies/improving/crisis-policy-protocol/


应急响应

趋于稳定后

每 6 个月重复一次上述流程

全天候风险监测

让我们能快速发现并应对
全球范围内的突发事件

危机政策协议 (CPP) 局势
认定机制

让我们能评估新出现的
局势，并根据严重程度
对局势进行分类

对国家/地区进行风险排序

使用外部和内部数据对
有风险的国家/地区进行
划分，确定最有可能发生
现实伤害（包括暴力）的
国家/地区

深入风险评估

针对线上和线下风险开展
评估

风险缓解策略

启动风险缓解策略，确保
我们具备相应能力来管理
所发现的风险，例如为
人工审核或外部合作伙伴
分配资源

此类策略可能需要中长期
投入

持续监测

持续监测正在发生的风险，
以及我们所用应对措施的
效果，以便最好地适应不断
变化的形势

若危机爆发，也可启动危机
政策协议

加强风险管理

我们持续的风险管理工作可能
包括实施临时的政策措施和/
或产品措施（例如，在冲突
期间放宽对发布血腥内容的
用户的惩罚力度，或者减少

“ 擦边球 ”内容的传播）

诚信产品运营中心 (IPOC)

在风险最高的情况下，我们
可能会设立临时运营中心，
集结跨职能专家与技术力量，
实时监测我们的平台，确保
针对潜在问题或趋势协同
做出实时响应Meta 诚信系统

结合使用人工和自动化方式，
持续执行 Meta 政策

突发严重事件

有风险的国家/
地区

� � � �

严重程度

我们如何快速应对突发严重事件？

我们如何采取长期措施缓解冲突风险？

长期措施

防范与应对危机和冲突4

不论是危机政策协议，还是我们针对有风险的国家/地区开展的工作，都是我们用于预防、发现和缓解风险的关键工具。我们的产品、 
政策和运营团队会评估不断变化的实地情况，为制定有效、相称的应对措施提供依据。 

4 �我们的危机应对工作涵盖全球范围内的许多情况，包括冲突、族群内部暴力、内乱、大规模抗议、环境灾害，以及恐怖袭击或其他犯罪袭击等。
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之前

待审核内容

阿拉伯语国家/地区 B

国家/地区 A

国家/地区 C

国家/地区 A
国家/地区 B
国家/地区 C

方言 1
方言 2
方言 3

之后

待审核内容

苏丹

2024 年，苏丹武装部队 (SAF) 与快速支援部队 (RSF) 之间的冲突进一步升级，加剧了该国的动荡局势与人道主义危机。
在苏丹，违规内容的数量较冲突前有所增长，且在全年居于高位，这包括涉及暴力与煽动暴力、配合实施伤害、剥削 
以及危险组织和人物的内容。

为减少违规内容的传播，我们以危机政策协议为指导，立足于我们 2023 年采取的措施来进一步加强应对。随着冲突 
持续，我们实施了临时措施并制定了长期缓解方案，以应对违规内容数量居高不下的风险。

其中一项长期方案是设计、开发并上线了一套系统，该系统可识别特定的阿拉伯语方言，并将相关内容优先分派给更可能
精通该方言且了解当地背景的审核员。此前的系统将阿拉伯语视为单一语言，并将相关内容分派给负责审核阿拉伯语 
内容的审核员。新系统则可识别具体使用的阿拉伯语方言，并将相关内容分派给最可能理解该方言的审核员。对苏丹 
地区而言，这一改变使数量更多的内容能得到更精确的审核，进而减少政策执行中的失误。此项工作参考并借鉴了 
以色列和巴勒斯坦人权尽职调查的相关成果。

按方言分派审核任务
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https://humanrights.fb.com/wp-content/uploads/2024/09/2023-Meta-Human-Rights-Report.pdf
https://humanrights.fb.com/blog/due-diligence-on-israel-and-palestine/


可信合作伙伴发挥了关键作用 ：他们针对当地局势发展以及与冲突相关的潜在违规内容，提供了至关重要的见解。这些
见解不仅有助于我们执行相关 Meta 政策，包括仇恨行为政策、欺凌和骚扰政策及剥削政策，还帮助我们在错误信息和 
伤害政策中，认定了经过预先审核的潜在有害言论，从而最终为营造更安全的网络环境做出了贡献。根据我们的剥削 
政策，我们得以识别出与童兵图像和童兵招募相关的潜在风险，并移除这类内容并减少其传播。

我们还面向人权维护者、新闻工作者、本土组织和侨民组织开展了培训，帮助他们向包括移民和难民在内的苏丹用户 
提供指导。这些培训重点关注内容政策、数字安全以及如何提升他们在 Meta 旗下平台上的影响力。

武装冲突往往会引发大规模的流离失所，因此在苏丹，我们重点识别潜在的剥削行为，包括人口偷运与贩卖、对妇女和
女童的性剥削，以及强迫婚姻等。我们移除了超过 19,100 篇提供人口偷运服务的小组帖子，并移除了美化强迫婚姻的 
内容。与侨民群体保持交流合作仍是一项重要策略，这有助于我们掌握内容趋势，还能为国家层面的监测工作提供清晰
指引。为此，我们开展了 30 多场专项交流活动，为平台用户的安全保驾护航，这包括探讨如何识别与仇恨言论和人口 
偷运相关的新兴字词和短语。这些见解使我们能够更有效地发现并处理违反我们政策的内容。

2024 年，冲突双方都越来越多地在网上曝光战俘的身份 
信息。这种身份曝光行为不仅增加了战俘遭受现实伤害的
风险，还违背了 《关于战俘待遇的日内瓦公约》中关于 
保护战俘尊严与安全的规定。根据监督委员会于 2023 年 
提出的一项建议  （监督委员会于 2024 年在  “苏丹快速 
支援部队俘虏视频”案中重申了此建议），我们也认识到，
部分与战俘相关的内容可能具有公共利益价值，例如提升
公众对潜在人权侵犯行为的认知，或是帮助找到失踪的 
战俘。因此，在有关配合实施伤害和宣扬犯罪行为的 
政策中，Meta 向内容审核员提供了有关战俘内容的指南，
以便他们能更好地批量处理该地区的潜在违规内容。

阅读 2024 年上半年监督委员会报告

查看监督委员会案件
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https://transparency.meta.com/policies/community-standards/misinformation
https://transparency.meta.com/policies/community-standards/misinformation
https://www.ohchr.org/en/instruments-mechanisms/instruments/geneva-convention-relative-treatment-prisoners-war
https://www.oversightboard.com/decision/fb-ylrv35wd/
https://www.oversightboard.com/decision/fb-ylrv35wd/
https://www.oversightboard.com/decision/fb-14uy7pvn/
https://www.oversightboard.com/decision/fb-14uy7pvn/
https://transparency.meta.com/en-gb/policies/community-standards/coordinating-harm-promoting-crime/
https://transparency.meta.com/en-gb/policies/community-standards/coordinating-harm-promoting-crime/
https://transparency.meta.com/en-gb/oversight/meta-H1-2024-bi-annual-report
https://transparency.meta.com/en-gb/oversight/oversight-board-cases/armenian-prisoner-of-war/


中东 

中东冲突仍是 Meta 的关注重点。2024 年，我们重点关注由以色列与加沙之间的持续暴力事件引发的风险，当时战火 
蔓延到了整个地区，而且该地区内的其他势力进一步介入，导致冲突升级。我们一方面努力确保用户在我们平台上的 
表达自由，另一方面也致力于防止煽动恐怖主义、暴力行为及其他现实危害的内容在平台上传播。

我们的核心策略与 2023 年保持一致，主要包括：根据危险组织和人物 (DOI) 政策，继续将 2023 年 10 月 7 日哈马斯 
发动的袭击事件认定为恐怖袭击，并按照我们的政策处理违规内容。同时，我们终止了 2023 年实施的临时产品调整。 

在 10 月 7 日的恐怖袭击发生后，Meta 立即将这一暴力事件及随后引发的冲突认定为我们危机政策协议中的最高级别 
暴力事件，并立即实施了危机应对措施，包括组建一个全天候跨职能专门团队，并采取临时的产品措施和政策措施。 
我们参考了 《联合国工商企业与人权指导原则》（这是我们企业人权政策的基石），并结合 2022 年的尽职调查工作， 
来指导我们的应对策略。有关此次危机应对的详情，可参阅 2023 年度人权报告和新闻中心帖子。
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https://transparency.meta.com/policies/community-standards/dangerous-individuals-organizations/
https://transparency.meta.com/en-gb/features/systems-in-response-to-heightened-risk/
https://www.ohchr.org/sites/default/files/documents/publications/guidingprinciplesbusinesshr_en.pdf?utm_content=29&utm_medium=referral&utm_source=MetaHuRiReport
https://about.fb.com/wp-content/uploads/2021/03/Facebooks-Corporate-Human-Rights-Policy.pdf?utm_content=29&utm_medium=referral&utm_source=MetaHuRiReport
https://about.fb.com/wp-content/uploads/2022/09/Meta-Response_-Israel-and-Palestine-Due-Diligence-Exercise.pdf
https://humanrights.fb.com/wp-content/uploads/2024/09/2023-Meta-Human-Rights-Report.pdf#page=29
https://about.fb.com/news/2023/10/metas-efforts-regarding-israel-hamas-war/


2024 年全年，我们持续与以色列、中东阿拉伯国家乃至全球的政府、民间社会组织和其他相关方沟通合作，以展现 
我们在相关事务上的透明度与积极响应态度。我们还对多起监督委员会案件做出了回应。

此外，我们继续实施 2022 年人权尽职调查报告中提出的建议。我们报告了 2023 年 6 月 30 日至 2024 年 6 月 30 日期间 
Meta 的工作进展，包括针对希伯来语投入更多内容审核资源，以及更新我们的危险组织和人物政策，允许在某些情况下，
进行更多有关社会和政治话题的讨论。此前有反馈指出，我们的危险组织和人物政策经常会波及新闻报道、对时事的 
中立讨论，甚至是对恐怖组织和仇恨团体的谴责等内容，此次更新就是为了回应上述反馈。值得注意的是，任何赞扬 
或支持危险组织或人物、其暴力行为或使命的内容，仍然禁止发布。

在 2024 年 6 月 30 日至 2025 年 6 月 30 日期间，我们上线了一套系统，该系统可检测阿拉伯语方言，并优先将内容 
分派给最有可能理解该特定阿拉伯语方言的审核员。我们还优化了可信合作伙伴上报渠道，从而提升了对上报问题的 
快速响应能力。如要详细了解我们在此期间的工作进展，可参阅 2025 年 12 月最终更新：以色列和巴勒斯坦人权尽职 
调查。

2024 年度工作进展

孟加拉国

我们积极为 2024 年 1 月的选举做准备，这些准备工作 
帮助我们在报告期内预见并应对了多重风险。我们的目标
是在保障用户安全的同时，支持他们行使投票权并表达 
自我。通过这些选举相关的准备工作，我们得以在年中 
针对学生抗议活动、暴力镇压事件以及随后的政府更迭 
做出响应。

鉴于动荡局势的严重性，我们启动了危机政策协议。我们
主动识别各类风险，包括仇恨言论、针对少数宗教群体的
煽动行为、错误信息以及合谋造假行为。我们采取了一系列
风险缓解措施，包括实施临时高风险地区政策、与可信 
合作伙伴和第三方核查网络合作，以及对人权维护者的 
账户启用增强的保护机制。

2023 年度工作进展
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https://www.oversightboard.com/?s=israel+palestine
https://www.bsr.org/en/reports/meta-human-rights-israel-palestine
https://humanrights.fb.com/wp-content/uploads/2024/09/Israel-Palestine-HRDD-Implementation-update-2024.pdf
https://transparency.meta.com/policies/DOI-Policy-Update-2024/?utm_source=chatgpt.com
https://humanrights.fb.com/wp-content/uploads/2025/12/Israel-Palestine-HRDD-Implementation-update-2025.pdf
https://humanrights.fb.com/wp-content/uploads/2025/12/Israel-Palestine-HRDD-Implementation-update-2025.pdf
https://humanrights.fb.com/wp-content/uploads/2024/09/Israel-Palestine-HRDD-Implementation-update-2024.pdf
https://transparency.meta.com/enforcement/detecting-violations/how-we-assess-global-risks
https://humanrights.fb.com/wp-content/uploads/2023/09/September-2023-Israel-and-Palestine-HRDD-Meta-Update.pdf


格鲁吉亚 

2024 年，我们两度为格鲁吉亚启动了危机政策协议。2024 年 3 月，在一系列反对《境外影响力透明法》(Law on 
Transparency of Foreign Influence) 提案的大规模示威活动发生后，我们首度启动该协议。2024 年 12 月，在全国选举
结束后，当地再次发生大规模示威活动，同时警方和其他安全部队的暴力行为也不断升级，我们随即再度启动该协议。

启动危机政策协议后，我们的团队得以加强风险缓解工作，处理违规内容激增与人身暴力风险增加的问题，并帮助保护
人权维护者的安全。我们审核了诋毁字词列表（历来被用于攻击特定群体的字词），以识别并管理我们平台上的仇恨 
内容。我们移除了旨在操纵公众舆论或传播潜在有害内容的虚假账户。此外，我们还捣毁了一个以格鲁吉亚为目标的 
合谋造假行为 (CIB) 网络，并移除了其他造假账户。

在整个危机期间，我们与民间社会组织、事实核查机构和可信合作伙伴开展了合作，他们协助我们掌握事态发展情况，
并促进了我们与格鲁吉亚更广泛的民间社会和反对派之间的信息交流。围绕以反对派群体为目标的违规内容，可信合作
伙伴提供了关键信号与见解。我们还与可信合作伙伴沟通，帮助他们更好地理解哪些内容在我们社群守则下构成违规。
此外，我们联系了民间社会合作伙伴，以识别面临风险的人权维护者，帮助确保他们的账户受到增强的保护。

建立精确的检测信号，以便识别可实时处理的 
违规内容激增情况，例如血腥暴力和仇恨行为 
相关内容。

运用包括 AI 检测在内的工具与技术，来识别和 
处理违规内容及关键词搜索。

在错误信息和伤害政策中，认定了更多经过预先 
审核的潜在有害言论。

对于与抗议活动相关的内容，若政府提出的内容移除请求
不符合国际人权标准，我们未予执行。这种做法符合我们
作为全球网络倡议成员的承诺及我们的企业人权政策。

我们采取的其他措施包括：
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网络安全
我们的安全政策对于保障用户的表达自由权、信息获取权和隐私权等权利至关重要。我们继续在全公司范围内开展协同
工作，以识别和抵御针对平台的恶意威胁，包括影响力行动、网络间谍活动、监视行为，以及欺诈和诈骗活动。我们 
安全工作中的重要任务之一，就是打击从事恶意活动的恶意行为网络。  

2024 年，在中东、亚洲、欧洲和美国，我们取缔了 20 个合谋造假行为网络，原因是它们违反了我们的合谋造假行为 
政策。这类网络通过使用虚假账户或误导性手段，试图操纵公众舆论，从而达成特定战略目标。我们采取的措施包括：
持续监测并打击曾取缔的网络试图在我们平台上卷土重来的行为；通过威胁报告公开分享信息；将调查所得见解融入到
我们的检测系统和产品设计中，进一步提升其抗风险能力。

我们继续检测并取缔针对和/或伪装成特定族群或宗教群体的合谋造假行为网络。2024 年的众多案例中，有一例是源自
孟加拉国的网络，它因合谋造假行为被我们取缔。该网络以孟加拉国本土受众为目标，使用虚假账户来发布内容和管理
公共主页。它以虚构的新闻机构身份作为伪装，并盗用现有新闻组织的名称，传播反对孟加拉国民族主义党的内容， 
同时支持执政党。该网络的行动与孟加拉国一家非营利组织及人民联盟党相关人员存在关联。

另一例涉及源自中国的网络，该网络以全球锡克教社群为
目标，利用被盗账户和虚假账户伪装成锡克教徒，鼓吹名为

“Operation K”（K 行动）的虚构行动主义运动，号召在
新西兰和澳大利亚等地举行支持锡克教的抗议活动。该网络
利用 AI 生成的图片和帖子来发布英语和印地语内容，具体
涉及旁遮普地区洪灾、全球锡克教社群、卡利斯坦独立运动、
哈迪普·辛格·尼贾尔遇刺事件，以及对印度政府的批评。

阅读更多信息
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https://transparency.meta.com/metasecurity/threat-reporting
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https://transparency.meta.com/metasecurity/threat-reporting/
https://transparency.meta.com/metasecurity/threat-reporting


在打击间谍软件公司的政策执行工作中，我们
终止并取缔了 Paragon Solutions 的活动， 
这是一家间谍软件供应商，以 WhatsApp 上
的众多用户为目标，其中包括新闻工作者和
民间社会成员。我们联系了可能受影响的 
WhatsApp 用户，并为他们提供了与自我保护
相关的资源。我们还向这些用户提供了多伦多
大学公民实验室的相关信息，该实验室可为 
民间社会成员提供更多资源。2024 年，我们 
成为  《帕尔摩备忘录》 (Pall Mall Memorandum) 
的创始签署方之一，这是一项旨在遏制间谍 
软件滥用的多国合作倡议。

2024 年 12 月，美国一名联邦法官裁定  
NSO 集团负有法律责任，原因是该集团违反
了美国州法与联邦法律，且违反了 WhatsApp 
服务条款。这是首次有间谍软件公司依据
美国法律被判负有责任。2019 年，Meta 和 
WhatsApp 对 NSO 集团提起本案诉讼，背景是
该集团曾在未经授权的情况下访问 WhatsApp 
服务器，以便在 1,400 多名 WhatsApp 用户的
移动设备上安装“飞马”(Pegasus) 间谍软件。
这些用户包括新闻工作者、人权活动人士和 
政治异见人士等。

20
取缔合谋造假行为网络
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https://citizenlab.ca/
https://www.gov.uk/government/publications/pall-mall-process-on-proliferation-and-irresponsible-use-of-commercial-cyber-intrusion-capabilities-uk-and-france-joint-communique
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我们有规划地主动与全球用户社群交流合作，这有助于 
塑造 Meta 的政策，也是我们人权风险管理工作中的 
核心环节。

2024 年，我们与各类利益相关者广泛开展交流合作，包括
民间社会成员、学者、智库机构、人权专家和监管机构。
所沟通的关键政策问题包括我们在负责任人工智能 (AI) 和
诚信选举方面的方案，以及我们在认定危险组织和人物 
以及暴力事件时采用的信号。

例如，为了评估我们与  “Zionist”（犹太复国主义者）一词 
相关的政策是否恰当，我们与全球来自民间社会和学术界的 
145 位利益相关者进行了磋商。与会者包括政治科学家、
历史学家、法学学者、数字权利和民权组织、表达自由 
倡导者和人权专家。我们还与其他利益相关者互动，包括
来自我们可信合作伙伴计划的非政府组织，以及代表不同
观点的各类侨民群体。

利益相关者 
参与

462024 年度 Meta 人权报告2024 年度 Meta 人权报告 46

简介 要点汇总 管理风险 AI 议题 透明度与补救措施 附录利益相关者

https://transparency.meta.com/en-gb/policies/improving/stakeholders-engaging-in-policy-development/
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2024 年，我们与撒哈拉以南非洲、中东和北非地区的当地民间社会组织联合成立了发声与表达工作组，以了解这些组织
对沙特阿拉伯、约旦、尼日利亚和塞内加尔等国立法提案的关切。在这些会议中，我们探讨了如何在做到以下两点的 
前提下，保障用户对我们平台的访问：一是遵守当地法律的内容限制要求，二是履行我们在全球网络倡议下关于捍卫 
表达自由和用户隐私的承诺。

我们还试点推出了“人权委员会合作计划”，邀请埃塞俄比亚、加纳、肯尼亚、尼日利亚和南非的国家人权机构参与， 
重点探讨 Meta 如何处理潜在有害内容以及配合网络内容监管。

此外，我们在埃塞俄比亚、巴勒斯坦、索马里、苏丹和突尼斯举行了冲突应对研讨会。对于举行选举的国家/地区， 
我们会为当地的人权维护者和新闻工作者提供培训，帮助他们掌握保护数字身份的工具。

通过我们的 Open Loop India 计划和 Open Loop Sprint 工作，我们与其他公司、政策制定者和 AI 专家合作，围绕利益
相关者参与在 AI 生命周期和价值链中的作用提出了见解。

我们在利益相关者参与方面的做法

集思广益，广泛汲取不同观点和专业看法：与全球 
各地的主题专家交流，发掘重要见解，获得多元化
的全球视角与本地洞见。

公开透明：与外部利益相关者深入探讨相关挑战及
改进措施。

建立信任：让各方认可我们政策及其执行的 
正当性。

建立反馈闭环：展示我们的政策如何随时间发展 
变化。
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https://globalnetworkinitiative.org/
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464
来自 34 个国家/地区的 
464 位利益相关者为 6 次
政策交流委员会专题会议
做出了贡献。

121
121 位利益相关者为  
Meta 的其他政策制定 
工作做出了贡献。

100+
100 多位利益相关者 
参与了选举相关工作 
通报会，我们还制作了  
7 期选举专题简报。

290+
超过 290 名新闻工作者、
人权维护者和活动人士 
接受了培训。
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参考 制定 审议 成文 上线

我们参考从各种来源
获取的经验意见，
持续审核我们的政策。

内部专家意见 政策提案 政策交流委员会
会议决定

最终确定政策
条文

更新社群守则

由内外部专家把关
并发表意见

人权审核

隐私和监管审核

外部专家意见

政策执行经验

监督委员会的
决定

上线

更新政策执行系统，
让政策在我们的服务中

“ 上线 ”。

制定持续审核

提案的制定需遵循严格的流程，确保提案符合原则、具备可操作性且
清晰易懂。

监督委员会建议

完善提案

政策小幅调整

在政策及信息公示
平台发布政策交流
委员会纪要

培训工作人员和
审核员

监督政策，保障
质量

向外部专家通报
情况

Meta 政策制定闭环流程
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政策交流委员会会议

我们致力于制定尊重人权、包容多元化视角的政策，让多种观点和信仰都能被倾听和体现。 
Meta 的政策交流委员会会议是定期举办的会议，主题专家会在会上讨论社群守则和广告发布守则
有可能做出的调整。这些会议涉及提出新政策或修订现有政策，并遵循一套政策制定流程。该流程
包括与全球利益相关者开展广泛交流合作，以及对内外部研究成果进行评估。

我们在 2024 年举行了六次政策交流委员会会议，分别涉及以下主题：
1.	  将  “Zionist”（犹太复国主义者）作为指代词来实施仇恨行为
2.	 暴力犯罪事件
3.	 可能带来健康与安全风险的商业内容
4.	 移除敏感图像
5.	 饮食失调相关内容
6.	 哀悼已认定危险人物的内容
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https://transparency.meta.com/policies/improving/policy-forum-minutes/?utm_source=chatgpt.com
https://transparency.meta.com/policies/Hate-Speech-Update-July2024/


社群论坛
Meta 的社群论坛植根于协商式治理理念，旨在针对那些存在权衡取舍、尚无定论的议题收集公众意见。这种做法让公司
外部的意见能在我们的决策流程中拥有更大话语权，并让我们能够预见公众舆论未来的演变趋势。

2024 年，Meta 与斯坦福大学协商民主实验室合作举办了一场社群论坛，重点探讨用户希望 AI 智能体开发遵循哪些原则。
该论坛吸引了来自印度、尼日利亚、沙特阿拉伯、南非和土耳其的约 1,000 名参与者。点击此处可获取详细报告。

在论坛举办期间，参与者不仅能直接听取主题专家的见解，还可相互交流探讨，并向 Meta 提出宝贵反馈。借助这种 
协商式方法，参与者可以深入探讨个性化体验中存在的固有矛盾，权衡个性化体验的价值与数据收集和存储等取舍因素。

对于 AI 智能体，从论坛中获得的相关发现为我们在用户控制权和个性化体验方面的做法提供了依据。 
这些发现包括：

我们在用户控制权和个性化体验方面的做法

参与者支持 AI 智能体通过记住之前的对话来 
提供个性化体验，尤其是在信息透明并赋予用户 
控制权的情况下。

相比标准化的 AI 智能体，参与者更支持结合文化/
地域背景进行定制的 AI 智能体。

参与者青睐能回应情感信号的拟人化 AI 智能体。

此外，我们启动了一个试点项目，旨在针对“具有文化相关性的 AI 模型应具备哪些特质”征询公众看法，并根据这些反馈
建立偏好数据集，同时会将数据开源供开发者使用。该项目的成果将是一系列即取即用的数据集，让 Llama 大语言模型在
不同文化背景下更具相关性和实用性。
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https://deliberation.stanford.edu/
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可信合作伙伴
我们继续与可信合作伙伴 合作，以便识别趋势，更好地了解线上内容和行为对本地社群的影响，并探讨如何改进民间 
社会组织的上报渠道。

在识别严重违反社群守则的行为方面，可信合作伙伴是我们的重要盟友，在 2024 年这个选举年，他们的作用尤为突出。 
在局势动荡加剧的国家和地区，这些合作伙伴提供了相关见解，并识别出了当地的有害内容。这包括孟加拉国、巴西、
科特迪瓦、刚果民主共和国、法国、希腊、印度、印度尼西亚、肯尼亚、伊拉克库尔德地区、墨西哥、尼日利亚、 
巴基斯坦、塞内加尔、南非、叙利亚和委内瑞拉等国家和地区。
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通过可信合作伙伴
计划收到的举报内容
数量增至 4 倍

+  4 倍
上报后 5 天内解决的
案件占比提升 12 点

+  12 点
从处理时间（天数）
中值来看，效率
提升 15%

+  ��%
接受政策复审的举报
内容数量增至 15 倍

+  15 倍

2024 年，借助可信合作伙伴计划，我们移除了逾 10 万条
违反政策的内容。

可信合作伙伴提供了选举相关内容趋势方面的见解，这些
见解旨在为选举诚信工作提供参考，帮助我们检测并移除
违规内容，以及识别平台上面临高风险的用户，以便落实
额外保护措施。可信合作伙伴可以有效识别以下情况： 
针对边缘化群体的敌意言论激增、对新闻工作者和人权 
维护者的攻击行为，以及 AI 内容违规使用问题。

为管理仇恨行为风险，我们移除了所认定的诋毁性措辞。
我们与可信合作伙伴合作，更好地了解这类措辞的使用 
语境，以便能更准确地执行我们的政策。 

我们咨询了 20 个国家/地区的 40 余家可信合作伙伴， 
为涉及以下方面的政策制定和产品开发流程提供依据： 
移除敏感图像、剥削、认定危险组织和人物的信号、 
将“Zionist”（犹太复国主义者）作为指代词来实施 
仇恨行为、AI 智能聊天助手等等。 

为回应监督委员会的建议，对于通过可信合作伙伴计划 
举报的内容，Meta 评估了对这类内容所做回应的及时性 
和有效性。在 2022 年第 2 季度至 2024 年第 4 季度的 
两年间，对于通过可信合作伙伴计划举报的内容，Meta 的
响应速度显著加快。

2024 年，Meta 通过加大培训投入、简化政策执行系统和
开发新工具等措施，有效提升了举报量和审核效率。

全球成效

在全球范围内，可信合作伙伴计划在  
2022 年第 2 季度收到了超过 11,800 条 
举报内容，这一数字在 2024 年第 2 季度 
增长至超过 49,200 条，约为前者的四倍。

2022 年第 2 季度至 2024 年第 4 季度

在全球范围内，可信合作伙伴渠道两年间的成效增长情况

接下来几页举例说明了可信合作伙伴在巴基斯坦、叙利亚和委内瑞拉的工作成效。
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https://transparency.meta.com/en-us/enforcement/detecting-violations/reviewing-high-visibility-content-accurately/
https://transparency.meta.com/policies/Hate-Speech-Update-July2024/
https://transparency.meta.com/policies/Hate-Speech-Update-July2024/
https://transparency.meta.com/en-gb/oversight/oversight-board-cases/vigilante-violence-in-haiti
https://transparency.meta.com/as-in/governance/tracking-impact/measuring-performance
https://transparency.meta.com/as-in/governance/tracking-impact/measuring-performance


在 2024 年 12 月阿萨德政权倒台后，可信合作伙伴在报告和分析当地局势发展、提供有关当地内容趋势的见解以及上报
严重违规行为方面发挥了关键作用。

凭借本地专业知识，可信合作伙伴报告的信息为 Meta 的危机应对工作提供了依据，让我们能够更及时、更高效地执行 
政策并降低风险。对于阿拉维派、基督教徒、库尔德人等宗教少数派和少数族裔的身份曝光风险，以及声称这些群体与
倒台政权有关联的言论，可信合作伙伴均表示关切；同时，可信合作伙伴还警示了前叙利亚军队内部不同极端派系抬头的
趋势。这些见解为我们的风险缓解工作提供了支持，这包括降低我们平台上由危险组织和人物带来的风险，以及降低 
基于个人特征的线下袭击风险。

案例分析 

报告叙利亚局势，提供见解分析 
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https://www.brookings.edu/articles/the-assad-regime-falls-what-happens-now/
https://transparency.meta.com/policies/community-standards/dangerous-individuals-organizations/


在 2024 年 7 月 28 日委内瑞拉大选前夕，我们与可信合作伙伴开展了合作，并与民间社会组织建立了新的合作关系， 
以便防范选举相关风险，并提高潜在违规内容的举报率。 

大选结束后，委内瑞拉爆发抗议活动，政府随后采取镇压措施，包括大规模拘留抗议者，以及针对性逮捕政治反对派 
人士。我们的可信合作伙伴提供了有关当地局势发展的关键见解。他们举报了有害内容，包括针对抗议者和反对派 
支持者的隐晦威胁与身份曝光信息，这类内容令上述人士面临遭受任意拘留和人身伤害的风险。此外，可信合作伙伴 
还报告了新闻工作者、反对派成员和人权维护者等公民行为者的账户受到的攻击。

这些见解为开展主动检测提供了依据，帮助我们为这些账户启用高级安全保护功能，并通过实施交叉检查机制来防止 
政策执行失误。在高压环境下，这些措施为新闻报道工作和公民参与提供了支持。

案例分析 

降低公民行为者面临的风险
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https://www.facebook.com/help/1052552578831700


在巴基斯坦，可信合作伙伴在向我们通报针对边缘化群体（包括宗教少数派和性别少数群体）的潜在有害内容方面， 
发挥了重要作用。 

在 2024 年 2 月巴基斯坦大选期间，可信合作伙伴重点举报了两类与选举相关的内容：一是针对政治候选人的仇恨言论，
二是可能构成煽动行为的亵渎神明指控。在巴基斯坦，亵渎神明指控可能引发法律诉讼和人身暴力事件。

根据这些举报，我们得以根据有关配合实施伤害和宣扬犯罪行为的政策，移除与亵渎神明指控相关的内容。

此外，在其他关键时期，例如爆发教派暴力事件时，可信合作伙伴也为我们提供了信号和见解。他们的工作使我们能够
迅速做出反应，移除平台上的违规内容，并加强内容检测和政策执行力度。

案例分析 

可信合作伙伴在巴基斯坦应对亵渎神明指控
与仇恨言论问题
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https://www.oversightboard.com/decision/ig-wxhs8uei/
https://www.oversightboard.com/decision/ig-wxhs8uei/
https://transparency.meta.com/policies/community-standards/coordinating-harm-promoting-crime


与巴基斯坦利益相关者交流合作
作为人权尽职调查工作的一环，Meta 在巴基斯坦与包括政府和非政府组织在内的多个利益相关者
开展了交流合作，重点探讨如何平衡安全与表达自由。主要活动包括：

 

在每场活动中，每位与会者都谈到了针对用户发起的、恶意且无端的亵渎神明指控所造成的影响。
当与会者了解到 Meta 有关身份曝光风险的政策，以及 Meta 为了保护受针对用户的安全而持续 
开展的工作后，他们均感到安心。

与巴基斯坦人权部、国家儿童权利委员会、国家人权委员会和数字权利基金会联合主办青少年网络安全圆桌 
讨论会。会上我们讨论了青少年账户，以及为巴基斯坦用户推出的乌尔都语 Take It Down 门户。

与多元化的人权维护者群体开展交流，收集有关互联网中断的见解，并探讨在倡导工作方面可能的合作途径。 
围绕政府设立的“防火墙”以及虚拟专用网络 (VPN) 白名单机制所产生的影响，这些人权维护者提供了宝贵 
见解。

与民间社会组织举行圆桌讨论会，深入讨论 Meta 的关键人权承诺，以及人权团队的工作内容。这包括探讨 
如何在无需中断互联网或限制社交媒体平台（包括我们旗下应用）的前提下，应对各种情况。 
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https://takeitdown.ncmec.org/


国际组织
2024 年，联合国成员国协商并通过了  《全球数字契约》(GDC)，为数字技术与 AI 的全球治理设立了综合框架。我们与 
联合国成员国、联合国各机构及行业联盟携手，共同敲定了《全球数字契约》的最终文本。我们的工作旨在支持表达 
自由，同时为所有人创造一个更安全、更包容和更开放的数字化未来。

在这一年里，Meta 还以其他方式参与了联合国系统的各项活动。我们的工作包括协助联合国儿童基金会制定《Digital 
Technologies, Child Rights and Well-Being》（数字技术、儿童权利与福祉）文件，为科技行业履行尽职调查义务提供
指引；同时与联合国教科文组织合作，开展数字平台虚假信息治理工作。我们还构建了一个翻译界面，为联合国教科 
文组织提供支持。该翻译界面基于“Meta 一言不漏”（Meta No Language Left Behind，简称 Meta NLLB）AI 模型， 
支持 200 种语言的优质翻译，其中包括阿斯图里亚斯语、卢干达语、毛利语、斯瓦希里语和乌尔都语等边缘化语言， 
助力促进语言多样性和信息获取。

Meta 继续与联合国人权事务高级专员办事处（下称“人权高专办”）保持密切合作。我们定期与人权高专办工作人员 
会面，并积极参与 B-Tech 项目，该项目为科技行业实施  《联合国工商企业与人权指导原则》提供了权威指导和资源。 
我们还参与了该项目下设的  “Community of Practice”（实践社群），这是一个与其他科技公司开展保密对话的空间。 
我们也积极参与了关于 AI 与人权标准的持续讨论。此外，我们参加了 2024 年联合国工商业与人权论坛，并在“网络 
仇恨言论”和“保护新闻自由”专题讨论会上发言。
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https://www.un.org/en/
https://www.un.org/global-digital-compact/en
https://www.un.org/global-digital-compact/en
https://www.unicef.org/eu/media/2586/file/Digital%20technologies%20policy%20brief.pdf
https://www.unicef.org/eu/media/2586/file/Digital%20technologies%20policy%20brief.pdf
https://www.unesco.org/en
https://huggingface.co/spaces/UNESCO/nllb
https://about.fb.com/news/2024/09/meta-at-unga-2024/
https://www.ohchr.org/en/ohchr_homepage
https://www.ohchr.org/en/business-and-human-rights/b-tech-project
https://www.ohchr.org/sites/default/files/Documents/Publications/GuidingPrinciplesBusinessHR_EN.pdf
https://www.ohchr.org/sites/default/files/documents/issues/business/b-tech/one-paper-community-practice.pdf
https://www.ohchr.org/en/events/sessions/2024/13th-united-nations-forum-business-and-human-rights


Meta 在未来峰会及第 79 届联合国大会期间， 
参与了一系列边会活动中的政策讨论，议题涵盖 
AI 在全球治理中的作用、数字创作者赋能、侨民
主导的经济创新，以及网络犯罪与内容法律对 
表达自由的影响等。我们还参与了关于保护人权
维护者、利用社交媒体在人道主义危机中传递 
救生信息等议题的讨论。

此外，我们与联合国人权特别机制下的独立人权
专家开展了磋商，其中包括促进和保护意见和 
表达自由权问题特别报告员，以及人权维护者 
处境问题特别报告员等。

在这一年里，Meta 与七国集团 (G7)、二十国集团 
(G20)、联合国教科文组织 (UNESCO) 及经济合作
与发展组织 (OECD) 合作，推进 AI 包容性与治理
方面的专项工作。我们还与相关政府围绕信息 
完整性的重要意义展开了对话。我们继续参与 
世界经济论坛  “全球数字安全联盟”的工作， 
这些工作促成了 《干预之路：数字安全措施有效
实施路线图》的发布。

此外，我们积极参与了多个多方利益相关者论坛， 
并在论坛会议上与各界利益相关者展开交流， 
这些论坛包括 Eradicate Hate Summit（根除 
仇恨峰会）、非洲互联网自由论坛 (FIFAfrica)、 
全球互联网反恐论坛、互联网治理论坛 (IGF)、
RightsCon、Tech Against Trafficking 大会以及
联合国妇女地位委员会会议。

作为全球网络倡议成员以及数字信任与安全伙伴
关系 (Digital Trust and Safety Partnership) 的
参与者，Meta 出席了“European Rights and 
Risks:Stakeholder Engagement Forum”（欧洲
权利与风险：利益相关者参与论坛），此次参会为
我们依据  《数字服务法》开展系统性风险评估 
提供了指导。
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https://www.weforum.org/
https://reports.weforum.org/docs/WEF_The_Intervention_Journey_A_Roadmap_to_Effective_Digital_Safety_Measures_2025.pdf
https://reports.weforum.org/docs/WEF_The_Intervention_Journey_A_Roadmap_to_Effective_Digital_Safety_Measures_2025.pdf
https://eradicatehatesummit.org/
https://internetfreedom.africa/
https://gifct.org/
https://www.isocfoundation.org/grant-programme/internet-governance-forum-events/?gad_source=1&gclid=Cj0KCQjwytS-BhCKARIsAMGJyzpfz9OCVTBuRqjFhEulcak_xOBZUkMnA-Ee0ePsLJNnRjkHlVURRu8aAttCEALw_wcB
https://www.rightscon.org/
https://techagainsttrafficking.org/
https://www.unwomen.org/en/how-we-work/commission-on-the-status-of-women
https://globalnetworkinitiative.org/
https://dtspartnership.org/
https://dtspartnership.org/
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/digital-services-act_en


监督委员会作为独立机构，旨在帮助我们解决关于网络 
表达自由的一些最棘手难题，包括哪些内容应该删除， 
哪些内容可以保留，以及相关原因。监督委员会负责审理  
Meta 提出的案件，或者 Facebook、Instagram 或 Threads 
上反对我们内容审核决定的用户提出的申诉案件，并会 
做出有约束力的裁决，决定是移除还是保留相关内容。 
监督委员会还会提供建议来改进我们的内容审核实践， 
并应请求提供政策咨询意见。

透明度与 
补救措施
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https://www.oversightboard.com//


了解监督委员会影响的渠道

我们会定期报告 Meta 提交给监督委员会的案件以及监督委员会建议的最新实施进展，2024 年，
上述报告的频率从每季度一次调整为半年一次。此外，我们还上线了一个政策及信息公示平台专题
页面，专门追踪监督委员会的各项建议产生的影响。除上述页面外，我们还设有监督委员会建议 
专题页面，其中列出了监督委员会就相关案件提出的建议、我们的承诺水平以及建议实施状态。
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https://transparency.meta.com/oversight/meta-biannual-updates-on-the-oversight-board/
https://transparency.meta.com/en-gb/governance/tracking-impact/
https://transparency.meta.com/en-gb/governance/tracking-impact/
https://transparency.meta.com/en-gb/oversight/oversight-board-recommendations/
https://transparency.meta.com/en-gb/oversight/oversight-board-recommendations/


2024 年与监督委员会建议相关的行动

监督委员会提出的建议

��
（2023 年为 66 项）

Meta 正在评估和/或实施的建议�

��
（2023 年为 69 项）

已实施的建议�

��
（2023 年为 61 项）

5 一些正在评估和/或实施的建议或已完全实施的建议包括前几年提出的建议（详见我们的 2023 年度人权报告）。

2024 年，监督委员会根据国际人权框架，审议了多起与我们执行内容政策有关的案件，涉及的人权议题包括表达自由、 
健康权、平等和无歧视权利等。下面举例说明了我们根据监督委员会在 2024 年的审理决定采取的行动。详情请参见 
Meta 关于监督委员会的半年度报告。

 监督委员会在 2024 年的审理决定示例：

监督委员会推翻了 Meta 移除三篇 Facebook 帖子的决定，这些帖子显示了 2024 年 3 月莫斯科恐怖袭击事件的
视频。监督委员会要求 Meta 恢复这些帖子，并为帖子添加警告画面，将其“标记为令人不适的内容”。Meta  
政策禁止描绘对可见受害者进行已认定袭击的画面。监督委员会认为，尽管这些帖子违反了该政策，但移除这些
帖子不符合 Meta 的人权责任。

监督委员会维持了 Meta 移除一条巴基斯坦政客演讲视频的决定，因为此内容有引发现实伤害的风险。该视频 
配文称这名政客“crossing all limits of faithfulness”（逾越了一切忠诚底线），并使用了“kufr”（不信道）一词
来暗示该政客亵渎神明。
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https://humanrights.fb.com/wp-content/uploads/2024/09/2023-Meta-Human-Rights-Report.pdf
https://transparency.meta.com/oversight/meta-biannual-updates-on-the-oversight-board/
https://www.oversightboard.com/decision/bun-zr5os2ko/
https://www.oversightboard.com/decision/ig-wxhs8uei/


根据监督委员会的建议采取的行动示例：

2024 年，监督委员会还尝试针对紧急案件缩短审理时间。
例如，委内瑞拉在 7 月总统大选后爆发了暴力事件，当时
我们将两条涉及“Colectivos”（集体组织）的内容提交给
监督委员会进行加急审理。“Colectivos”（集体组织）是
一个统称，用于指代与政府关系密切的非正规武装团伙或
准军事性质组织。这些案件的审理时间缩短至 14 天。

我们还与监督委员会合作，与非洲、拉丁美洲、中东和 
土耳其等地区的监管机构和民间社会组织互动，提升各方
对监督委员会职权范围及案件甄选流程的认识。

根据有关 AI 的一系列建议  （比如说，请参见此处），我们调整了处理 AI 生成内容的方式，包括更新相关标签和 
政策，例如错误信息政策。 

根据监督委员会有关内容政策的建议，Meta 修改了危险组织和人物政策，针对所有使用  “shaheed”一词的 
语言，允许用户发布使用该词的内容，除非该内容伴有暴力信号或存在其他违反我们政策的情况（例如，美化 
已认定的危险人物）。

632024 年度 Meta 人权报告

简介 要点汇总 管理风险 AI 议题 利益相关者 附录透明度与补救措施

https://www.oversightboard.com/news/board-issues-expedited-decision-about-post-election-violence-in-venezuela/
https://transparency.meta.com/oversight/oversight-board-recommendations/
https://www.oversightboard.com/decision/fb-gw8by1y3/
https://about.fb.com/news/2024/04/metas-approach-to-labeling-ai-generated-content-and-manipulated-media/
https://transparency.meta.com/en-gb/policies/community-standards/misinformation/
https://www.oversightboard.com/news/oversight-board-publishes-policy-advisory-opinion-on-referring-to-designated-dangerous-individuals-as-shaheed/
https://transparency.meta.com/en-gb/policies/community-standards/dangerous-individuals-organizations/
https://transparency.meta.com/en-gb/oversight/oversight-board-cases/shaheed-pao
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对 Meta 员工开展人权培训
在 Meta，我们的开发原则与开发成果本身同样重要。 
我们的人权培训强调了在现实生活中，我们的服务、 
政策和业务决策对人权的潜在和实际影响。该培训力求 
在我们的日常工作中促进人权观念，鼓励尊重人权， 
让使用我们服务的所有用户受益。

我们于 2022 年推出了《Bigger than Meta: Human Rights》 
（人权大过 Meta）培训，并在 2024 年全年持续开展这项 

培训。我们的隐私培训也为人权培训目标提供了支持。 
该隐私培训重点提升我们全员的隐私保护能力，避免个人

（尤其是边缘化群体）因个人数据处理而受到伤害。

Meta 如何治理和管理人权
我们的人权专家负责指导企业人权政策的执行，这项工作
受全球事务总裁（现称“首席全球事务官”）和首席法务官
的监督。 

人权专家的任务包括：推动企业人权政策整合工作， 
将该政策融入现有和正在制定的政策、计划和服务中； 
开展尽职调查；为面向员工的企业人权政策培训提供支持。
企业人权政策为打造尊重人权的产品，应对新出现的危机
以及迅速灵活地大规模落实人权提供了指导。

我们的企业人权政策要求我们定期向董事会报告重要的 
人权问题。2024 年，人权事务总监向董事会下属的审计与
风险监督委员会进行了汇报。

2024 年，Meta 在公司的第三方风险管理计划中，增设了
人权风险管理专项模块。这项控制措施彰显了我们的承诺：
持续改进我们的人权风险管理，努力与第三方开展负责任、
尊重人权的合作。

参考报告链接

2025 年负责任业务实践报告 

2025 年可持续发展报告

2023 年度人权报告、2022 年度人权报告、2021 年度人权
报告

2024 年反奴役及反人口贩卖报告 

2024 年度冲突矿产报告

Meta 透明度报告

监管报告和其他透明度报告

先前发布的人权影响评估：端到端加密、菲律宾、缅甸、
印度尼西亚、柬埔寨、印度、斯里兰卡，以及以色列和 
巴勒斯坦
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https://about.fb.com/wp-content/uploads/2022/10/Meta-Corporate-Human-Rights-Policy.pdf
https://www.meta.com/actions/responsible-business-practices/
https://sustainability.fb.com/2023-sustainability-report/
https://humanrights.fb.com/wp-content/uploads/2024/09/2023-Meta-Human-Rights-Report.pdf
https://humanrights.fb.com/2022-meta-human-rights-report/
https://humanrights.fb.com/wp-content/uploads/2023/09/2021-Meta-Human-Rights-Report.pdf
https://humanrights.fb.com/wp-content/uploads/2023/09/2021-Meta-Human-Rights-Report.pdf
https://sustainability.atmeta.com/wp-content/uploads/2024/08/2024-anti-slavery-and-human-trafficking-statement.pdf
https://sustainability.atmeta.com/wp-content/uploads/2024/08/2024-anti-slavery-and-human-trafficking-statement.pdf
https://s21.q4cdn.com/399680738/files/doc_downloads/2025/Form-SD_12-31-2024_FINAL.pdf
https://s21.q4cdn.com/399680738/files/doc_downloads/2025/Form-SD_12-31-2024_FINAL.pdf
https://transparency.meta.com/reports/
https://transparency.meta.com/reports/regulatory-transparency-reports/
https://about.fb.com/wp-content/uploads/2022/04/E2EE-HRIA-Meta-Response.pdf
https://humanrights.fb.com/wp-content/uploads/2023/09/September-2023-Philippines-HRIA-Meta-Update.pdf
https://about.fb.com/wp-content/uploads/2018/11/bsr-facebook-myanmar-hria_final.pdf
https://humanrights.fb.com/blog/indonesia/
https://about.fb.com/wp-content/uploads/2021/03/FB-Response-Cambodia-HRIA.pdf
https://humanrights.fb.com/wp-content/uploads/2023/09/2022-Meta-Human-Rights-Report.pdf#page=36
https://about.fb.com/wp-content/uploads/2021/03/FB-Response-Sri-Lanka-HRIA.pdf
https://humanrights.fb.com/wp-content/uploads/2023/09/September-2023-Israel-and-Palestine-HRDD-Meta-Update.pdf
https://humanrights.fb.com/wp-content/uploads/2023/09/September-2023-Israel-and-Palestine-HRDD-Meta-Update.pdf


humanrights.fb.com/annual-human-rights-report

http://humanrights.fb.com/annual-human-rights-report

